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ADVANCED COPYRIGHT ISSUES ON THE INTERNET

.  INTRODUCTION

Over the years, the Internet has become the basic foundational infrastructure for the
global movement of data of all kinds. With continued growth at a phenomenal rate, the Internet
has moved from a quiet means of communication among academic and scientific research circles
into ubiquity in both the commercial arena and private homes. The Internet is now a major
global data pipeline through which large amounts of intellectual property are moved. As this
pipeline is increasingly used in the mainstream of commerce to sell and deliver creative content
and information across transnational borders, issues of intellectual property protection for the
material available on and through the Internet have taken on great importance.

Copyright law provides one of the most important forms of intellectual property
protection on the Internet for at least two reasons. First, much of the material that moves in
commerce on the Internet is works of authorship, such as musical works, multimedia works,
audiovisual works, movies, software, database information and the like, which are within the
usual subject matter of copyright. Second, because the very nature of an electronic online
medium requires that data be “copied” as it is transmitted through the various nodes of the
network, copyright rights are obviously at issue.

Traditional copyright law was designed to deal primarily with the creation, distribution
and sale of protected works in tangible copies.' In a world of tangible distribution, it is generally
easy to know when a “copy” has been made. The nature of the Internet, however, is such that it
is often difficult to know precisely whether a “copy” of a work has been made and, if so, where it
resides at any given time within the network. As described further below, information is sent
through the Internet using a technology known as “packet switching,” in which data is broken up
into smaller units, or “packets,” and the packets are sent as discrete units. As these packets pass
through the random access memory (RAM) of each interim computer node on the network, are
“copies” of the work being made?

The case of MAI Systems Corp. v. Peak Computer” held that loading a computer program
into the RAM of a computer constituted the making of a “copy’ within the purview of copyright
law. This case has been followed by a number of other courts. Under the rationale of this case, a
“copy” may be created under United States law at each stage of transmission of a work through
the Internet. The language of two treaties discussed extensively in this paper — the WIPO
Copyright Treaty® and the WIPO Performances and Phonograms Treaty® — leave unclear the

' For example, under United States law, copyright protection subsists only in “works of authorship fixed in any

tangible medium of expression, now known or later developed, from which they can be perceived, reproduced,
or otherwise communicated, either directly or with the aid of a machine or device.” 17 U.S.C. § 102(a).

2991 F.2d 511 (9th Cir. 1993), cert. dismissed, 114 S. Ct. 672 (1994).
World Intellectual Property Organization Copyright Treaty, Apr. 12, 1997, S. Treaty Doc. No. 105-17 (1997).
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crucial question whether the MAI approach will be internationalized. In any event, these two
treaties would strengthen copyright holders’ rights of “distribution” and would create new rights
of “making available to the public” a copyrighted work, both of which are implicated by
transmissions through the Internet nearly as broadly as the right of reproduction.

The ubiquitous nature of “copying” in the course of physical transmission gives the
copyright owner potentially very strong rights with respect to the movement of copyrighted
material through the Internet, and has moved copyright to the center of attention as a form of
intellectual property on the Internet. If the law categorizes all interim and received transmissions
as “copies” for copyright law purposes, or treats all such transmissions as falling within the right
of distribution of the copyright owner, then activities that have been permissible with respect to
traditional tangible copies of works, such as browsing and transfer, may now fall within the
control of the copyright holder.

This work discusses the multitude of areas in which copyright issues arise in an online
context. Although the issues will, for simplicity of reference, be discussed in the context of the
Internet, the analysis applies to any form of online usage of copyrighted works. Part II of this
work discusses the various copyright rights that may be implicated by transmissions and use of
works on the Internet, including new rights and remedies, as well as certain limitations on
liability for online service providers afforded under federal statutes. Part III then analyzes the
application of those rights to various activities on the Internet, such as browsing, caching,
operation of an online service or bulletin board, linking to other sites, creation of derivative
works, and resale or subsequent transfer of works downloaded from the Internet. Part III also
analyzes the application of the fair use doctrine and the implied license doctrine to various
Internet activities. Because the law is still developing with respect to many of these issues,
considerable uncertainty is likely to exist as the issues are worked out over time through the
courts and the various relevant legislative bodies and industry organizations.

ll. RIGHTS IMPLICATED BY TRANSMISSION AND USE
OF WORKS ON THE INTERNET

This Part discusses the various rights of the copyright holder — the right of reproduction,
the right of public performance, the right of public display, the right of public distribution, the
right of importation, and the new rights of transmission and access — that are implicated by the
transmission and use of works on the Internet.

A. The Right of Reproduction

The single most important copyright right implicated by the transmission and use of
works on the Internet is the right of reproduction. As elaborated below, if the law categorizes all
interim and received transmissions as “copies” for copyright law purposes, then a broad range of

* World Intellectual Property Organization Performances and Phonograms Treaty, Apr. 12, 1997, S. Treaty Doc.

No. 105-17 (1997).
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ordinary activities on the Internet, such as browsing, caching, and access of information, may fall
within the copyright holder’s monopoly rights.

1. The Ubiquitous Nature of “Copies” on the Internet

Under current technology, information is transmitted through the Internet using a
technique known broadly as “packet switching.” Specifically, data to be transmitted through the
network is broken up into smaller units or “packets” of information, which are in effect labeled
as to their proper order. The packets are then sent through the network as discrete units, often
through multiple different paths and often at different times. As the packets are released and
forwarded through the network, each “router” computer makes a temporary (ephemeral) copy of
each packet and transmits it to the next router according to the best path available at that instant,
until it arrives at its destination. The packets, which frequently do not arrive in sequential order,
are then “reassembled” at the receiving end into proper order to reconstruct the data that was
sent.” Thus, only certain subsets (packets) of the data being transmitted are passing through the
RAM of a node computer at any given time, although a complete copy of the transmitted data
may be created and/or stored at the ultimate destination computer, either in the destination
computer’s RAM, on its hard disk, or in portions of both.

To illustrate the number of interim “copies,” in whole or in part, that may be made when
transmitting a work through the Internet, consider the example of downloading a picture from a
website. During the course of such transmission, no less than seven interim copies of the picture
may be made: the modem at the receiving and transmitting computers will buffer each byte of
data, as will the router, the receiving computer itself (in RAM), the Web browser, the video
decompression chip, and the video display board.® These copies are in addition to the one that
may be stored on the recipient computer’s hard disk.’

2. Whether Images of Data Stored in RAM Qualify as “Copies”

Do these interim and final copies of a work (many of which are only partial) being
transmitted through the Internet qualify as “copies” within the meaning of United States
copyright law? The copyright statute defines “copies” as:

material objects, other than phonorecords, in which a work is fixed by any method
now known or later developed, and from which the work can be perceived,
reproduced, or otherwise communicated, either directly or with the aid of a

If any packet is lost along the way, the originating computer automatically resends it, likely along a different
path than the lost packet was originally sent.

Mark A. Lemley, “Dealing with Overlapping Copyrights on the Internet,” 22 U. Dayton L. Rev. 547, 555
(1997).

Even if a complete copy of the picture is not intentionally stored on the recipient computer’s hard disk, most
computers enhance performance of their memory by swapping certain data loaded in RAM onto the hard disk to
free up RAM for other data, and retrieving the swapped data from the hard disk when it is needed again. Some
of this swapped data may be left on the hard disk when the computer is turned off, even though the copy in
RAM has been destroyed.
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machine or device. The term “copies” includes the material object, other than a
phonorecord, in which the work is first fixed.®

The language of the definition raises two issues concerning whether images® of
transmitted data in RAM qualify as “copies.” First, depending upon where the data is in transit
through the Internet, only a few packets — or indeed perhaps only a single byte — of the data may
reside in a given RAM at a given time. For example, the modem at the receiving and
transmitting computers may buffer only one or a few bytes of data at a time. A node computer
may receive only a few packets of the total data, the other packets being passed through a
different route and therefore a different node computer’s RAM. Should the law consider these
partial images a “copy” of the work? Should the outcome turn on whether all or most of the
packets of data comprising the work pass through a given RAM, or only a portion? How can
interim partial images of data stored in RAM be deemed a “copy” of a work, in the case where
there is no point in time at which the entire work is available in a single RAM?

The White Paper published by the Working Group on Intellectual Property Rights of
President Clinton’s Information Infrastructure Task Force (referred to herein as the “NII White
Paper”) implicitly suggests that at least interim, partial copies of a work created in RAM in
interim node computers during transmission may not themselves constitute a “fixed” copy:

A transmission, in and of itself, is not a fixation. While a transmission may result
in a fixation, a work is not fixed by virtue of the transmission alone. Therefore,
“live” transmissions via the NII [National Information Infrastructure] will not
meet the fixation requirement, and will be unprotected by the Copyright Act,
unless the work is being fixed at the same time as it is being transmitted."

The second general issue raised by the definition of “copies” is whether images of data
stored in RAM are sufficiently “permanent” to be deemed “copies” for copyright purposes. The
definition of “copies” speaks of “material objects,” suggesting an enduring, tangible embodying
medium for a work. With respect to an image of data stored in RAM, is the RAM itself to be
considered the “material object”? The image of the data in RAM disappears when the computer
is turned off. In addition, most RAM is “dynamic” (DRAM), meaning that even while the
computer is on, the data must be continually refreshed in order to remain readable. So the data is
in every sense “fleeting.” Is its embodiment in RAM sufficiently permanent to be deemed a
“copy”?

The legislative history of the Copyright Act of 1976 would suggest that data stored in
RAM is not a “copy.” As noted above, a “copy” is defined as a material object in which a work
is “fixed.” The statute defines a work to be “fixed in a tangible medium of expression when its

¥ 17U.S.C.§101.

®  The word “image” is being used here to refer to an image of data stored in RAM to avoid use of the word

“copy,” which is a legal term of art. Whether an image of data in RAM should be deemed a “copy” for
copyright law purposes is the question at issue.

Information Infrastructure Task Force, “Intellectual Property and the National Information Infrastructure: The
Report of the Working Group on Intellectual Property Rights™ at 27 (1995).
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embodiment in a copy or phonorecord, by or under the authority of the author, is sufficiently
permanent or stable to permit it to be perceived, reproduced, or otherwise communicated for a
period of more than transitory duration.”'" The legislative history states:

[T]he definition of “fixation” would exclude from the concept purely evanescent
or transient reproductions such as those projected briefly on a screen, shown
electronically on a television or other cathode ray tube, or captured momentarily
in the “memory” of a computer.'

This language suggests that images of data temporarily stored in RAM do not constitute
(13 b ”13
copies.

Several cases, however, have held to the contrary. The leading case is MAI Systems
Corp. v. Peak Computer, Inc.,14 which held that loading an operating system into RAM for
maintenance purposes by an unlicensed third party maintenance organization created an illegal
“copy” of the program fixed in RAM."> When the MAI decision first came down, it was unclear
whether that decision would support a legal principle that any storage of a copyrighted work in
RAM, no matter how transiently, constituted a “copy” within the purview of copyright law, for
the Ninth Circuit’s opinion in MAI seemed somewhat qualified. The court in MAI noted that the
“copy” of the operating system was stored in RAM for several minutes (rather than only a few
seconds). In addition, the court emphasized that while in RAM, output of the program was
viewed by the user, which confirmed the conclusion that the RAM “copy” was capable of being
perceived with the aid of a machine:

[B]y showing that Peak loads the software into the RAM and is then able to view
the system error log and diagnose the problem with the computer, MAI has
adequately shown that the representation created in the RAM is “sufficiently
permanent or stable to permit it to be perceived, reproduced, or otherwise
communicated for a period of more than transitory duration.”'®

In addition, a decision from the Seventh Circuit handed down shortly after MAI, NLFC,
Inc. v. Devcom Mid-Am., Inc.,17 although somewhat unclear on both the facts involved in the
case and whether the court really understood the issue, contains language that may suggest that

17 U.S.C. § 101 (definition of “fixed in a tangible medium of expression”).
2" H.R. Rep. No. 94-1476, at 53 (1976), reprinted in U.S.C.C.AN. 5659, 5666.

But see R. Nimmer, Information Law q 4.02[2], at 4-6 (2001) (“This language refers to subject matter
protection and not whether particular acts create an infringing copy. The exclusion of transient works refers to
the work itself, not a copy. It presumes that there was no copy of the work other than the transient display or

memory.”)
991 F.2d 511 (9th Cir. 1993), cert. dismissed, 114 S. Ct. 672 (1994).
5 1d. at 518.

16991 F.2d at 518.
17" 45 F.3d 231 (7th Cir. 1995).
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merely proving that the defendant has remotely accessed the plaintiff’s software through a
terminal emulation program is not sufficient to prove that a “copy” has been made.'® Moreover,
an earlier Ninth Circuit decision in the case of Lewis Galoob Toys, Inc. v. Nintendo of America,
Inc."” implied that an image of data stored in RAM may not qualify as a “copy.” At issue in that
case was whether a device that altered certain bytes of data of a video game “on the fly” as such
information passed through RAM created an infringing derivative work. The court held that it
did not, because although a derivative work need not be fixed, it must have some “form” or
“permanence,” which were lacking in the enhanced displays created by the device. The court
stated, however, that even if a derivative work did have to be fixed, the changes in the displayed
images wrought on the fly by the accused device did not constitute a fixation because the
transitory images it created were not “embodied” in any form.

Notwithstanding these earlier decisions, however, a great many courts have now followed
MAL? and some earlier decisions also support its conclusion.”’ Although the opinion in one of

8 1d. at 236.
9 964 F.2d 965 (9th Cir. 1992).

20 See Carson v. Verismart Software, 2012 U.S. Dist. LEXIS 4166 at *8-9 (N.D. Cal. Mar. 27, 2012) (pleading
alleging that defendants were “using” plaintiff’s software without authorization was sufficient to state a
copyright claim because the software had to be loaded into RAM to run, which constitutes the making of a fixed
copy under MAI); Costar Realty Information, Inc. v. Field, 2010 U.S. Dist. LEXIS 135016 at *19 (D. Md. Dec.
20, 2010) (copies of web pages stored automatically in a computer’s cache or RAM upon a viewing of the web
page fall within the definition of “copy”’); DocMagic, Inc. v. Ellie Mae, Inc., 745 F. Supp. 2d 1148 (N.D. Cal.
2010) (unauthorized loading of software into RAM constitutes an act of copying and thus of infringement);
Apple, Inc. v. Psystar Corp., 673 F. Supp. 2d 931, 935 (N.D. Cal. 2009) (turning on computers that loaded into
RAM copies of Apple’s Mac OS X operating system containing unauthorized modifications constitute direct
infringement of Apple’s reproduction right); Quantum Sys. Integrators, Inc. v. Sprint Nextel Corp., 2009 U.S.
App. LEXIS 14766 at *18-19 (4™ Cir. July 7, 2009) (loading of software into RAM from unauthorized copies
on hard disk was sufficiently fixed for purposes of copyright infringement); SimplexGrinnell LP v. Integrated
Sys. & Power, Inc., 2009 U.S. Dist. LEXIS 30657 at *42 (S.D.N.Y. Apr. 8, 2009) (embodiment requirement is
satisfied when a program is loaded for use into a computer’s RAM and the duration requirement is satisfied
when the program remains in RAM for several minutes or until the computer is shut off); MDY Industries, LLC
v. Blizzard Entertainment, Inc., 2008 U.S. Dist. LEXIS 53988 (D. Ariz. July 14, 2008) (under MAI, copying
software into RAM constitutes making a “copy” within the purview of copyright law, so that if a person is not
authorized by the copyright holder through a license or by law (e.g. Section 117) to copy the software to RAM,
the person commits copyright infringement when using the software in an unauthorized way); Ticketmaster
L.L.C. v. RMG Technologies, Inc., 507 F. Supp. 2d 1096, 1005 (C.D. Cal. 2007) (copies of web pages stored in
a computer’s cache or RAM upon a viewing of the web page fall within the Copyright Act’s definition of a
“copy”); Storage Technology Corp. v. Custom Hardware Engineering & Consulting, Inc., 2004 U.S. Dist.
LEXIS 12391 at *11-12 (D. Mass. July 2, 2004) (unauthorized copying of a program into RAM for use of the
program infringes the copyright in the program); Lowry’s Reports, Inc. v. Legg Mason, Inc., 271 F. Supp. 2d
737, 745 (D. Md. 2003) (“Unauthorized electronic transmission of copyrighted text, from the memory of one
computer into the memory of another, creates an infringing ‘copy’ under the Copyright Act.”); Stenograph
L.L.C. v. Bossard Assocs., 144 F.3d 96 (D.C. Cir. 1998) (holding that an infringing copy of a computer
program was made when that program was loaded into RAM upon boot up and used for its principal purposes);
Triad Sys. v. Southeastern Express Co., 64 F.3d 1330 (9th Cir. 1995), cert. denied, 116 S. Ct. 1015 (1996);
Intellectual Reserve, Inc. v. Utah Lighthouse Ministry, Inc., 53 U.S.P.Q.2d 1425 (D. Utah 1999); Tiffany
Design, Inc. v. Reno-Tahoe Specialty, Inc., 55 F. Supp. 1113 (D. Nev. 1999); Marobie-FL Inc. v. National
Association of Fire Equipment Distributors, 45 U.S.P.Q.2d 1236 (N.D. I1l. 1997); Advanced Computer Servs. v.
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these decisions suggests that only copies that exist for several minutes should constitute a “copy”
within the purview of copyright law,* the others appear not to focus on how transitorily an
image may be stored in RAM in ruling that such an image constitutes a “copy” for purposes of
copyright law.

One of these decisions, Intellectual Reserve, Inc. v. Utah Lighthouse Ministry, Inc.,23 was
the first decision to focus on whether the act of browsing on the Internet involves the creation of
“copies” that implicate the copyright owner’s rights. In that case, the court, citing the MAI
decision, flatly stated, “When a person browses a website, and by so doing displays the
[copyrighted material], a copy of the [copyrighted material] is made in the computer’s random
access memory (RAM), to permit viewing of the material. And in making a copy, even a
temporary one, the person who browsed infringes the copyright.”** This decision, although quite
direct in its holding, appears to address only the final “copy” that is made in the RAM of a Web
surfer’s computer in conjunction with viewing a Web page through a browser. It does not
address the trickier issue of whether whole or partial interim copies made in RAM of node
computers during the course of transmission through the Internet also constitute “copies” within
the purview of a copyright owner’s copyright rights.

However, a 2004 decision from the Fourth Circuit, CoStar v. Loopnet,25 held that
transient copies made by an OSP acting merely as a conduit to transmit information at the
instigation of others does not create fixed copies sufficient to make it a direct infringer of
copyright. “While temporary electronic copies may be made in this transmission process, they
would appear not to be ‘fixed’ in the sense that they are ‘of more than transitory duration,” and
the ISP therefore would not be a ‘copier’ to make it directly liable under the Copyright Act.”*
The court drew a distinction between the final copy of a work made in the RAM of the ultimate
user’s computer, and the transient copies made by an OSP in the course of transmitting such
copies:

In concluding that an ISP has not itself fixed a copy in its system of more than
transitory duration when it provides an Internet hosting service to its subscribers,
we do not hold that a computer owner who downloads copyrighted software onto
a computer cannot infringe the software’s copyright. See, e.g., MAI Systems

MALI Sys., 845 F. Supp. 356 (E.D. Va. 1994); see also 2 M. Nimmer & D. Nimmer, Nimmer on Copyright §
8.08[A][1], at 8-114 (1999) (suggesting that RAM copies are fixed).

2l See Vault Corp. v. Quaid Software Ltd., 847 F.2d 255, 260 (5th Cir. 1988) (“the act of loading a program from
a medium of storage into a computer’s memory creates a copy of the program”); Apple Computer, Inc. v.
Formula Int’l, 594 F. Supp. 617, 621 (C.D. Cal. 1984) (noting that copying a program into RAM creates a
fixation, albeit a temporary one); Telerate Sys. v. Caro, 8 U.S.P.Q.2d 1740 (S.D.N.Y. 1988) (holding that the
receipt of data in a local computer constituted an infringing copy).

22 Advanced Computer Services v. MAI Systems, 845 F. Supp. 356, 363 (E.D. Va. 1994).
53 U.S.P.Q.2d 1425 (D. Utah 1999).

2 1d. at 1428.

373 F.3d 544 (4™ Cir. 2004).

2 1d. at 551.
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Corp. v. Peak Computer, Inc., 991 F.2d 511, 518-19 (9th Cir. 1993). When the
computer owner downloads copyrighted software, it possesses the software,
which then functions in the service of the computer or its owner, and the copying
is no longer of a transitory nature. See, e.g., Vault Corp. v. Quaid Software, Ltd.,
847 F.2d 255, 260 (5™ Cir. 1988). “Transitory duration” is thus both a qualitative
and quantitative characterization. It is quantitative insofar as it describes the
period during which the function occurs, and it is qualitative in the sense that it
describes the status of transition. Thus, when the copyrighted software is
downloaded onto the computer, because it may be used to serve the computer or
the computer owner, it no longer remains transitory. This, however, is unlike an
ISP, which provides a system that automatically receives a subscriber’s infringing
material and transmits it to the Internet at the instigation of the subscriber.*’

A 2008 decision of the Second Circuit, The Cartoon Network LP v. CSC Holdings,
Inc.,”® addressed the issue of RAM copying in considerable detail, ruling that buffer copies in
RAM made by Cablevision Systems Corp. in the course of converting channels of cable
programming from the head end feed into a format suitable for storage of individual programs by
a network digital video recording service upon customer demand were not fixed for sufficient
duration to constitute “copies.” Cablevision made the buffer copies in conjunction with
offering its “Remote Storage” Digital Video Recorder (RS-DVR) service that enabled
Cablevision customers to record copies of particular programs, like a normal DVR, but to store
the recorded programs on Cablevision’s servers rather than on a DVR device at their homes.
Cablevision created buffer copies, one small piece at a time, of the head end programming in two
buffers — a primary ingest buffer and a Broadband Media Router (BMR) buffer — even if no
customer requested that a copy of particular programming be stored on its behalf in the RS-DVR
service. The primary ingest buffer held no more than 0.1 seconds of each incoming channel’s
programming at any moment. The data buffer in the BMR held no more than 1.2 seconds of
programming at any time. The plaintiffs argued that these buffer copies made Cablevision a
direct infringer of their copyrights.*°

The lower court found Cablevision a direct infringer largely in reliance on MAI and cases
following it.>! The Second Circuit, however, reversed. The court noted that to satisfy the
statutory definition of “copies,” two requirements must be met — an “embodiment” requirement
(embodiment in a tangible medium from which it can be perceived or reproduced) and a
“duration” requirement (embodiment for a period of more than transitory duration). The Second

7,
B 536 F.3d 121 (2d Cir. 2008), cert. denied sub nom. CNN, Inc. v. CSC Holdings, Inc., 557 U.S. 946 (2009).
2 1d. at 129-30.

30 1d. at 123-24, 127.

31 Twentieth Century Fox Film Corp. v. Cablevision Sys. Corp., 478 F. Supp. 2d 607, 621-22 (S.D.N.Y. 2007).
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Circuit found that the district court had mistakenly limited its analysis to the embodiment
requirement, and that its reliance on MAI and cases following it was misplaced.

In general, those cases conclude that an alleged copy is fixed without addressing
the duration requirement; it does not follow, however, that those cases assume,
much less establish, that such a requirement does not exist. Indeed, the duration
requirement, by itself, was not at issue in MAI Systems and its progeny....
Accordingly, we construe MAI Systems and its progeny as holding that loading a
program into a computer’s RAM can result in copying that program. We do not
read MAI Systems as holding that, as a matter of law, loading a program into a
form of RAM always results in copying.™

Turning to the facts of the case at hand, the Second Circuit ruled that, although the
embodiment requirement was satisfied by the buffers because the copyrighted works could be
copied from them,** the duration requirement had not been satisfied. The court noted that no bit
of data remained in any buffer for more than a fleeting 1.2 seconds, unlike the data in cases like
MALI which remained embodied in the computer’s RAM until the user turned the computer off.*
“While our inquiry is necessarily fact-specific, and other factors not present here may alter the
duration analysis significantly, these facts strongly suggest that the works in this case are
embodied in the buffer for only a ‘transitory’ period, thus failing the duration requirement.
Accordingly, the acts of buffering in the operation the RS-DVR did not create “copies” for which
Cablevision could have direct liability.”’

9936

The court in Costar Realty Information, Inc. v. Field®® ruled that an allegation that the
defendant accessed a password-protected database without authorization, which contained the
plaintiff’s copyrighted photographic images, raised a genuine dispute of material fact as to
whether the defendant engaged in direct copyright infringement when he viewed the copyrighted
work on a website that he did not have proper authorization to enter.”’ Citing the Intellectual
Reserve case, the court ruled that “simply browsing a website that contains copyrighted material

32 Cartoon Network, 536 F.3d 121 at 127.
¥4

3 1d. at 129. “The result might be different if only a single second of a much longer work was placed in the buffer

in isolation. In such a situation, it might be reasonable to conclude that only a minuscule portion of a work,
rather than ‘a work’ was embodied in the buffer. Here, however, where every second of an entire work is
placed, one second at a time, in the buffer, we conclude that the work is embodied in the buffer.” Id.

35 Id.
36 Id.

37 1d. at 130.

%2010 U.S. Dist. LEXIS 86567 (D. Md. Aug. 23, 2010).
3 1d. at *37-38.
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is sufficient to constitute copyright infringement because a copy of the work is made in the
computer’s RAM to enable the images to display on the computer monitor.”*’

3. The WIPO Treaties & the European Copyright Directive Are Unclear
With Respect to Interim “Copies”

The language of two copyright treaties adopted during 1996 by the World Intellectual
Property Organization (WIPO)'' leaves open the issue of whether transitory images of data
stored in RAM constitute “copies.”*

(a) Introduction to the WIPO Treaties & the European Copyright
Directive

The WIPO treaties were adopted as a result of the Diplomatic Conference on Certain
Copyright and Neighboring Rights Questions hosted by WIPO in Geneva on December 2-20,
1996. More than 700 delegates from approximately 160 countries attended this Conference,
which was aimed at tightening international copyright law to respond to issues arising from
worldwide use of the Internet. The Conference was also designed to bring existing legislation on
copyrights more in line with the provisions of the Trade Related Intellectual Property (TRIPS)
sections of the Uruguay Round trade agreement, which in 1994 set up the World Trade
Organization (WTO).*

Three new treaties were considered, only two of which were adopted: the “WIPO
Copyright Treaty” and the “WIPO Performances and Phonograms Treaty.”** The WIPO
Copyright Treaty strengthens the Berne Convention for the Protection of Literary and Artistic
Works (the “Berne Convention”),* established in 1886, which was the first international
copyright treaty. The WIPO Performances and Phonograms Treaty strengthens the International
Convention for the Protection of Performers, Producers of Phonograms and Broadcasting
Organizations, completed in Rome in 1961 (the “Rome Convention™).*®

40 1d. at *38

1" WIPO is a United Nations organization which handles questions of copyrights and trademarks.

2 The treaties enter into force three months after 30 instruments of ratification or accession by member States

have been deposited with the Director General of WIPO.

# Agreement on Trade-Related Aspects of Intellectual Property Rights, Apr. 15, 1994, Marrakesh Agreement

Establishing the World Trade Organization, Annex 1C, Legal Instruments — Results of the Uruguay Round vol.
31; 33 LL.M. 81 (1994).

* " The proposed WIPO Treaty on Intellectual Property in Respect of Databases generated huge controversy, and

was not adopted at the Conference. “WIPO Delegates Agree on Two Treaties,” 2 BNA'’s Electronic Info. Pol’y
& L. Rep. 22,22 (1997).

* Berne Convention for the Protection of Literary and Artistic Works, Sept. 9, 1886, 828 U.N.T.S. 221.

% International Convention for the Protection of Performers, Producers of Phonograms and Broadcasting

Organizations, Oct. 26, 1961, 496 U.N.T.X. 43.
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Each of the treaties required 30 nations to accede to it before it would enter into force.
On Dec. 5, 2001, Gabon became the 30™ nation to accede to the WIPO Copyright Treaty, and on
Feb. 20, 2002, Honduras became the 30" nation to accede to the WIPO Performances and
Phonograms Treaty. Accordingly, each of those treaties entered into force ninety days thereafter,
on March 6, 2002 and May 20, 2002, respectively.?” The treaties are not self executing under
United States law, and implementing legislation will have to be passed by Congress.

The two adopted treaties will effect important substantive changes in international
copyright law that have potentially far reaching implications for the Internet, and the relevant
provisions of these treaties will be discussed throughout this paper. The legislative history to the
WIPO Copyright Treaty and the WIPO Performances and Phonograms Treaty took the form of
several “Agreed Statements.” Under the Vienna Convention, an Agreed Statement is evidence
of the scope and meaning of the treaty language.”® Relevant portions of the Agreed Statements
will also be discussed in this paper.

Each of the signatories to the WIPO treaties was required to adopt implementing
legislation to conform to the requirements of the treaties. The scope of legislation required in
any particular country depends upon the substantive extent of that country’s copyright law
existing at the time of the treaty, as well the country’s own views concerning whether its existing
laws already conform to the requirements of the treaties. As discussed in detail below, WIPO
implementation legislation in the United States took a largely minimalist view of the changes to
United States copyright law required to conform to the WIPO treaties. It is curious that all the
implementing legislation introduced in Congress implicitly took the position that U.S. law
already contains most of the rights required under the WIPO treaties, in view of the fact that, as
analyzed below, much of the language describing mandatory copyright rights in the WIPO
treaties appears to go beyond the correlative rights in current United States law or to set up new
rights entirely. The possibility that other countries would adopt legislation implementing the
WIPO treaty rights in their seemingly broader form raises the prospect of varying scopes of
rights 41;1 different countries, a situation that the WIPO treaties were intended to avoid in the first
place.

In contrast to the United States implementing legislation, the European Commission’s
“European Copyright Directive on the Harmonization of Certain Aspects of Copyright and
Related Rights in the Information Society” to update and harmonize member state copyright
laws (which will be referred to herein as the “European Copyright Directive”) seems to take a
more expansive view, although individual member states are free to interpret the extent to which

47 «“WIPO Copyright Treaty Enters Into Force As Gabon Becomes 30™ Nation to Accede,” BNA's Electronic
Commerce & Law Report (Dec. 12, 2001) at 1224; “U.N. Announces Music Piracy Pact” (Feb. 21, 2002),
available as of Feb. 21, 2002 at http://news.com.com/2100-1023-842169.html.

* Vienna Convention on the Law of Treaties, May 23, 1969, art. 31(2), 1155 U.N.T.S. 331.

¥ WIPO Copyright Treaty, Preamble, at 4; WIPO Performances and Phonograms Treaty, Preamble, at 22.

% The text of the European Copyright Directive may be found at

http://europa.cu.int/servlet/portail/RenderServiet?search=DocNumber&lg=en&nb_docs=25&domain=Legislati
on&coll=&in_force=NO&an doc=2001&nu_doc=29&type_doc=Directive (available as of January 1, 2002).
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their own copyright laws already conform to the dictates of the European Copyright Directive in
adopting legislation in response to it.”' The WIPO implementation legislation in the United
States and the European Copyright Directive will be discussed at length throughout this paper as
they relate to the various issues treated herein.

(b) The WIPO Copyright Treaty

Article 7 of an earlier draft of the WIPO Copyright Treaty would apparently have

adopted the approach of MAI to the question of whether RAM copies fall within the
reproduction right of the copyright holder.”®> The proposed Article 7(1) provided:

(1) The exclusive right accorded to authors of literary and artistic works in
Article 9(1) of the Berne Convention of authorizing the reproduction of their

51

52

The European Copyright Directive was first circulated for comments among European legal experts. It was
then officially published at the end of 1997 for a more public debate of its provisions. The European Parliament
approved a final draft of the Directive on February 14, 2001. The European Commission, acting through the
European Union ministers, accepted the final draft of the Directive on April 9, 2001.

The WIPO Copyright Treaty contains a number of important provisions relevant to the Internet that are not
discussed elsewhere in this paper. Article 2 codifies the idea/expression dichotomy of copyright law:
“Copyright protection extends to expressions and not to ideas, procedures, methods of operation or
mathematical concepts as such.” Article 4 expressly extends copyright protection to computer programs in all
forms as literary works: “Computer programs are protected as literary works within the meaning of Article 2 of
the Berne Convention. Such protection applies to computer programs, whatever may be the mode or form of
their expression.”

Article 5 adopts the approach of the Supreme Court’s decision in Feist Publications, Inc. v. Rural Telephone
Serv., 499 U.S. 340 (1991), which held that only the selection or arrangement of a compilation of facts such as a
database, and not the facts themselves, can be protected under copyright. Article 5 provides: “Compilations of
data or other material, in any form, which by reason of the selection or arrangement of their contents constitute
intellectual creations, are protected as such. This protection does not extend to the data or the material itself and
is without prejudice to any copyright subsisting in the data or material contained in the compilation.” The
proposed WIPO Treaty on Intellectual Property in Respect of Databases would have extended protection to the
information itself in a database where such database was the fruit of substantial labor to compile. Basic
Proposal for the Substantive Provisions of the Treaty on Intellectual Property in Respect of Databases to be
Considered by the Diplomatic Conference, art. 1(1), WIPO Doc. CRNR/DC/6 (Aug. 30, 1996)
<www.wipo.org/eng/diplconf/6dc_all.htm>. The controversy generated by this Treaty precluded its adoption
by WIPO.

Article 7(1) provides that authors of computer programs, cinematographic works, and works embodied in
phonograms shall enjoy the exclusive right of authorizing commercial rental to the public of the originals or
copies of their works. Under Article 7(2), this rental right does not apply “in the case of computer programs
where the program itself is not the essential object of the rental” or “in the case of cinematographic works,
unless such commercial rental has led to widespread copying of such works materially impairing the exclusive
right of reproduction.” The Agreed Statement for Articles 6 and 7 notes that the expressions “copies” and
“original and copies,” being subject to the right of rental, “refer exclusively to fixed copies that can be put into
circulation as tangible copies.”

Article 6 of an earlier draft of the treaty would have required Contracting Parties to abolish non-voluntary
broadcasting licenses within seven years of ratifying or acceding to the Treaty. This Article was deleted in the
final adopted version.
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works, in any manner or form, includes direct and indirect reproduction of their
works, whether permanent or temporary.

The reference to “temporary” reproductions would have seemed to cover copies in RAM.

The reference to “indirect” reproductions, particularly when coupled with the inclusion of
“temporary”’ reproductions, might have been broad enough to cover interim, partial
reproductions in RAM in the course of transmission of a work through the Internet, as well as
complete copies of a work made in RAM and/or on a hard disk at the receiving computer.

In addition, proposed Article 7(2) of the treaty seemed to recognize the possibility that

the language of Article 7(1) might be read to cover interim, partial reproductions during
transmission, for it would have allowed signatory members (referred to as “Contracting Parties”
in the treaty) to limit the right of reproduction in those instances:

(2) Subject to the conditions under, and without prejudice to the scope of
applicability of, Article 9(2) of the Berne Convention, it shall be a matter for
legislation in Contracting Parties to limit the right of reproduction in cases where
a temporary reproduction has the sole purpose of making the work perceptible or
where a temporary reproduction is of a transient or incidental nature, provided
that such reproduction takes place in the course of use of the work that is
authorized by the author or permitted by law in accordance with the Berne
Convention and this Treaty.”

53

Although this provision apparently was designed to ameliorate the potential mischief that might result from
deeming all interim copies of a work in the course of transmission to be within the copyright owner’s rights, it
suffered from a number of potential problems. First, it would have left the issue up to the individual
Contracting Parties whether to legislate exemptions. Thus, some Contracting Parties could have legislated such
exemptions, while others did not, and the scope of the exemptions could have varied from country to country.
As a result, whether interim copies during the course of transmission constitute infringement could have turned
on the countries through which the transmission path passes, which is arbitrary under the current transmission
technology of the Internet.

Second, Article 7(2) stated that the exemptions would apply only to transient or incidental reproductions taking
place in the course of an authorized use of a work. Thus, if the transmission itself'is unauthorized, the
exemptions would not have applied, and there could still have been potential liability for the interim
reproductions. Yet the operators of the node computers in which the interim copies are made would have no
way of knowing whether any particular packet passing through the node is part of an authorized transmission.
Article 7(2) therefore was flawed.

Article 10(1) of the adopted version affords a more generic vehicle for the adoption of exemptions or exceptions
to rights conferred in the Treaty: “Contracting Parties may, in their national legislation, provide for limitations
of or exceptions to the rights granted to authors of literary and artistic works under this Treaty to an extent
consistent with exceptions or limitations provided for in the Berne Convention in certain special cases that do
not conflict with a normal exploitation of the work and do not unreasonably prejudice the legitimate interests of
the author.”

The requirement that exceptions “not unreasonably prejudice the legitimate interests of the author” provides
little guidance as to where the boundaries should lie around exceptions that Contracting Parties may wish to
adopt in implementing legislation. The Agreed Statement concerning Article 10 does nothing to clarify the
uncertainty: “It is understood that the provisions of Article 10 permit Contracting Parties to carry forward and
appropriately extend into the digital environment limitations and exceptions in their national laws which have
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The proposed Article 7, and the subject of interim transmission copies in general,
generated a lot of controversy at the Conference. Telecommunications companies and Internet
providers particularly objected to Article 7 because they feared that protection for temporary
copying would impose liability for the interim copying that inherently occurs in computer
networks. On the other hand, content providers such as the software, publishing and sound
recording54industries, opposed any open-ended approach that would permit all temporary
copying.

To resolve the controversy, the proposed Article 7 was ultimately simply deleted entirely
from the adopted version of the treaty.”> The Agreed Statement pertaining to the right of
reproduction (Previous Article 7) provides:

The reproduction right, as set out in Article 9 of the Berne Convention, and the
exceptions permitted thereunder,’® fully apply in the digital environment, in
particular to the use of works in digital form. It is understood that the storage of a
protected work in digital form in an electronic medium constitutes a reproduction
within the meaning of Article 9 of the Berne Convention.

The Assistant Secretary of Commerce and Commissioner of Patents and Trademarks at
the time, Bruce Lehman, who headed the U.S. delegation to the Conference, stated at the end of
the Conference that the Agreed Statement was intended to make clear that the reproduction right
includes the right to make digital copies, but also that certain copying, e.g., for temporary digital
storage, will be permitted. Commissioner Lehman further expressed the view that the treaty
language is broad enough to permit domestic legislation that would remove any liability on the
part of network providers where the copying is simply the result of their functioning as a conduit
for network services.”’ However, the Agreed Statement itself does nothing more than reference
Article 9 of the Berne Convention, which of course was adopted long before digital copies were
an issue under copyright law, and makes no explicit reference to “temporary digital storage.” In
addition, the phrase “storage of a protected work in digital form in an electronic medium” could
potentially include temporary digital storage in a node computer during transmission. It is
therefore difficult to agree with Commissioner Lehman that the Agreed Statement makes
anything “clear.”

been considered acceptable under the Berne Convention. Similarly, these provisions should be understood to
permit Contracting Parties to devise new exceptions and limitations that are appropriate in the digital network
environment.”

3 «“WIPO Delegates Agree on Two Treaties,” 2 BNA s Electronic Info. Pol’y & L. Rep. 22,22 (1997).
55
1d.

6 Article 9(2) of the Berne Convention provides, “It shall be a matter for legislation in the countries of the Union

to permit the reproduction of such works in certain special cases, provided that such reproduction does not
conflict with a normal exploitation of the work and does not unreasonably prejudice the legitimate interests of
the author.”

7 “WIPO Delegates Agree on Two Treaties,” 2 BNA s Electronic Info. Pol’y & L. Rep. 22, 22-23 (1997).
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Rather, the Agreed Statement seems to leave virtually open ended the question of
whether temporary images in RAM will be treated as falling within the copyright owner’s right
of reproduction. The uncertainty surrounding the scope of the reproduction right in a digital
environment that, at least early on, seemed to divide U.S. courts therefore appears destined to
replicate itself in the international arena. The uncertainty is heightened by the fact that Article 9
of the Berne Convention allows signatories to adopt certain exceptions to the reproduction right,
raising the prospect of inconsistent exceptions being adopted from country to country. As a
result, whether interim copies made during the course of transmission constitute infringement
may turn on the countries through which the transmission path passes, which is arbitrary under
the current transmission technology of the Internet. The issue ignited debate in the United States
in connection with the federal legislation to implement the treaty.

(c) The WIPO Performances and Phonograms Treaty

Curiously, despite the focus on and ultimate removal of the proposed Article 7 of the
WIPO Copyright Treaty, Article 7 as adopted in the WIPO Performances and Phonograms
Treaty appears to come closer to adopting the approach of MAI. Article 7 gives performers the
exclusive right of “authorizing the direct or indirect reproduction of their performances fixed in
phonograms” (emphasis added). As originally proposed, Article 7 contained language even
closer to the MAI logic, for it expressed the reproduction right of performers as one of
“authorizing the direct or indirect reproduction, whether permanent or temporary, of their
performances fixed in phonograms” (emphasis added). The use of the phrase “permanent or
temporary” would more strongly have suggested that temporary interim reproductions of
performances would be within the performer’s right of reproduction.

In addition, Article 7(2) in an earlier draft was also deleted, which made reference to
transient copies as follows:

Subject to the conditions under, and without prejudice to the scope of
applicability of, Article 19(2), it shall be a matter for legislation in Contracting
Parties to limit the right of reproduction in cases where a temporary reproduction
has the sole purpose of making the fixed performance perceptible or where a
temporary reproduction is of a transient or incidental nature, provided that such
reproduction takes place in the course of use of the fixed performance that is
authorized by the performer or permitted by law in accordance with this Treaty.

The Agreed Statement that was issued with respect to the right of reproduction in the
WIPO Performances and Phonograms Treaty is very similar to the Agreed Statement on the
same subject that was issued with the WIPO Copyright Treaty. The Agreed Statement issued
with the WIPO Performances and Phonograms Treaty provides:

The reproduction right, as set out in Articles 7 and 11, and the exceptions
permitted thereunder through Article 16, fully apply in the digital environment, in
particular to the use of performances and phonograms in digital form. It is
understood that the storage of a protected performance or phonogram in digital
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form in an electronic medium constitutes a reproduction within the meaning of
these Articles.

Thus, the Agreed Statement for the WIPO Performances and Phonograms Treaty contains the
same ambiguities noted above with respect to the Agreed Statement for the WIPO Copyright
Treaty.

Similar to Article 7, Article 11 gives producers of phonograms the “exclusive right of
authorizing the direct or indirect reproduction of their phonograms, in any manner or form.” As
in the case of Article 7, an earlier proposed version of Article 11 contained the phrase “whether
permanent or temporary,” but this phrase was deleted in the final adopted version.’®

Both Articles 7 and 11 define the rights recited therein in terms of “phonograms.”
“Phonogram” is defined in Article 2(b) as any “fixation” of the sounds of a performance or of
other sounds other than incorporated in a cinematographic or other audiovisual work.

“Fixation” is defined broadly in Article 2(c) as “the embodiment of sounds or the
representations thereof, from which they can be perceived, reproduced or communicated through
a device.” Storage in RAM would seem to satisfy this definition of fixation. Thus, any
unauthorized transmission of a performance, or of the sounds embodied in a phonogram fixing
such performance, to RAM memory would potentially violate the rights of both the owner of the
performance and of the phonogram.”’

% Article 11(2) in an earlier draft, similar to the proposed and later deleted Article 7(2), was also deleted. Article

11(2) would have provided: “Subject to the conditions under, and without prejudice to the scope of
applicability of, Article 19(2), it shall be a matter for legislation in Contracting Parties to limit the right of
reproduction in cases where a temporary reproduction has the sole purpose of making the phonogram audible or
where a temporary reproduction is of a transient or incidental nature, provided that such reproduction takes
place in the course of use of the phonogram that is authorized by the producer of the phonogram or permitted by
law in accordance with this Treaty.”

" The WIPO Performances and Phonograms Treaty contains a number of important provisions relevant to the

Internet that are not discussed elsewhere in this paper. Article 4 requires Contracting Parties to afford national
treatment to nationals of other Contracting Parties. Article 5(1) affords moral rights to performers:
“Independently of a performer’s economic rights, and even after the transfer of those rights, the performer shall,
as regards his live aural performances or performances fixed in phonograms, have the right to claim to be
identified as the performer of his performances, except where omission is dictated by the manner of the use of
the performance, and to object to any distortion, mutilation or other modification of his performances that
would be prejudicial to his reputation.” A proposed Article 5(4), which was deleted in the final version, would
have allowed any Contracting Party to declare in a notification deposited with the Director General of WIPO
that it will not apply the provisions of Article 5.

Article 6 grants performers the exclusive right of authorizing the broadcasting and communication to the public
of their unfixed performances (except where the performance is already a broadcast performance) and the
fixation of their unfixed performances. Articles 9 and 13 grant performers and producers of phonograms,
respectively, the exclusive right of authorizing the commercial rental to the public of the original and copies of
their performances fixed in phonograms and of their phonograms.

Article 15 provides that “[p]erformers and producers of phonograms shall enjoy the right to a single equitable
remuneration for the direct or indirect use of phonograms published for commercial purposes for broadcasting
or for any communication to the public.” The Agreed Statement for Article 15 provides: “It is understood that
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Thus, the WIPO Performances and Phonograms Treaty replicates the same uncertainty as
the WIPO Copyright Treaty with respect to the issue of whether transient “copies” of
performances and phonograms will fall within the copyright owner’s right of reproduction.®
Indeed, the definition of the right of reproduction in Article 7 and Article 11 to include “direct or
indirect” reproductions, together with the broad definition of “fixation” in Article 2(c), arguably
adopt an approach that is closer to the MAI decision than the WIPO Copyright Treaty.

4. The Requirement of Volition for Direct Liability

Even assuming the rationale of the MAI case and the provisions of the WIPO Treaties are
applied to deem all reproductions during transmission of a work through the Internet to be
“copies” within the copyright owner’s rights, a difficult issue arises as to who should be
responsible for the making of such copies. Multiple actors may be potentially connected with a
particular copy or copies of a work on the Internet, such as a work posted to a bulletin board
service (BBS) — the original poster of the work, the BBS operator, the Online Service Provider
(OSP) through which the BBS is offered, a user downloading a copy of the work from the BBS,
and perhaps the operators of node computers through which a copy of the work may pass during
the course of such downloading. Which one or more of these actors should be deemed to have
made the copy or copies?

The most difficult aspect of the issue of which actors should be liable for copies made in
the course of the downloading, viewing or other transmission of a work through the Internet
stems from the fact that many such copies will typically be made automatically. For example,
“copies” of the work (in whole or in part) will automatically be made in the RAM (and possibly
in temporary hard disk storage) of each interim node computer within the transmission path of
the work through the Internet. And the modems on the initiating and receiving ends of the
transmission will buffer the data to be transmitted. Internet search engine services may use

Article 15 does not represent a complete resolution of the level of rights of broadcasting and communication to
the public that should be enjoyed by performers and phonogram producers in the digital age. Delegations were
unable to achieve consensus on differing proposals for aspects of exclusivity to be provided in certain
circumstances or for rights to be provided without the possibility of reservations, and have therefore left the
issue to future resolution.”

Under Article 17(1), the term of protection to be granted to performers under the Treaty is at least 50 years from
the end of the year in which the performance was fixed in a phonogram. Under Article 17(2), the term of
protection to be granted to producers of phonograms under the Treaty is at least 50 years from the end of the
year in which the phonogram was published, or failing such publication within 50 years from fixation of the
phonogram, 50 years from the end of the year in which the fixation was made.

60 Article 16 affords a generic vehicle for the adoption of exemptions or exceptions to rights conferred in the

Treaty. Article 16(1) provides that “Contracting Parties may, in their national legislation, provide for the same
kinds of limitations or exceptions with regard to the protection of performers and producers of phonograms as
they provide for in their national legislation, in connection with the protection of copyright in literary and
artistic works.” Article 16(2) provides, however, similar to the WIPO Copyright Treaty, that “Contracting
Parties shall confine any limitations of or exceptions to rights provided for in this Treaty to certain special cases
which do not conflict with a normal exploitation of the phonogram and do not unreasonably prejudice the
legitimate interests of the performer or of the producer of phonograms.”
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“spiders” to “crawl” through the Internet and make copies in RAM of materials on websites in
the course of creating an index of that material.

Should a volitional act be required on the part of a third party to be liable for a copy made
during transmission? If so, is a direct volitional act to cause the copy to be made required (as in
the case of the original poster or the ultimate recipient of the copy), or is it sufficient if there was
a volitional act in setting up the automatic process that ultimately causes the copy to be made (as
in the case of the BBS operator, the OSP or the search engine service)? In view of the fact that
copyright law has traditionally imposed a standard of strict liability for infringement,’' one could
argue that a direct volitional act may not be required.*

In addition to copies made automatically on the Internet, many infringing copies may be
made innocently. For example, one may innocently receive an e-mail message that infringes the
copyright rights of another and print that message out. Or one may innocently encounter (and
copy into the RAM of one’s computer or print out) infringing material in the course of browsing.

Several cases have addressed the issue of direct liability on the part of OSPs, BBS
operators, and others for infringement of the reproduction right by users of the service, and in
particular how much of a volitional act is required for direct infringement liability:**

(@) The Netcom Case

The well known case of Religious Technology Center v. Netcom On-Line
Communication Services™ refused to impose direct infringement liability on an OSP for copies
made through its service, at least where the OSP had no knowledge of such infringements. In
that case the plaintiffs sought to hold liable the OSP (Netcom) and the operator of a BBS which
gained its Internet access through the OSP for postings of the plaintiffs’ copyrighted works on
the bulletin board. The works in question were posted by an individual named Erlich® to the
BBS’s computer for use through Usenet.”® The BBS’s computer automatically briefly stored
them. The OSP then automatically copied the posted works onto its computer and onto other

o1 Religious Technology Center v. Netcom On-Line Communications Servs., 907 F. Supp. 1361, 1367 & n.10

(N.D. Cal. 1995); R. Nimmer, Information Law 9§ 4.06, at 4-25 (2001). Intent can, however, affect statutory
damages to be awarded to the plaintiff. Netcom, 907 F. Supp. at 1367.

62 But cf. R. Nimmer, Information Law 9 4.06, at $4-50 (2001 Cum. Supp. No. 2) (“Although copyright is a strict

liability statute, there should be some [sort] of volition or causation which is lacking where a defendant’s
system is merely used to create a copy by a third party.”).

63 See also cases discussed in Section II1.C.1 below pertaining to direct liability of online service providers.

4907 F. Supp. 1361 (N.D. Cal. 1995).

55 In an earlier order, the court had entered a preliminary injunction against Erlich himself.

5 The Usenet is “a worldwide community of electronic BBSs that is closely associated with the Internet and with

the Internet community. The messages in Usenet are organized into thousands of topical groups, or
‘Newsgroups’ .... As a Usenet user, you read and contribute (‘post’) to your local Usenet site. Each Usenet site
distributes its users’ postings to other Usenet sites based on various implicit and explicit configuration settings,
and in turn receives postings from other sites.” Daniel P. Dern, The Internet Guide for New Users 196-97
(1994).
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computers on the Usenet. In accordance with usual Usenet procedures, Usenet servers
maintained the posted works for a short period of time — eleven days on Netcom’s computer and
three days on the BBS’s computer.’” The OSP neither created nor controlled the content of the
information available to its subscribers, nor did it take any action after being told by the plaintiffs
that Erlich had posted infringing messages through its system.®®

The court cast the issue of direct liability as “whether possessors of computers are liable
for incidental copies automatically made on their computers using their software as part of a
process initiated by a third party.”®® The court distinguished MAI, noting that “unlike MAL, the
mere fact that Netcom’s system incidentally makes temporary copies of plaintiffs’ works does
not mean that Netcom has caused the copying. The court believes that Netcom’s act of
designing or implementing a system that automatically and uniformly creates temporary copies
of all data sent through it is not unlike that of the owner of a copying machine who lets the public
make copies with it.”’® The court held that, absent any volitional act on the part of the OSP or
the BBS operator other than the initial setting up of the system, the plaintiffs’ theory of liability,
carried to its natural extreme, would lead to unreasonable liability:

Although copyright is a strict liability statute, there should still be some element
of volition or causation which is lacking where a defendant’s system is merely
used to create a copy by a third party.”’

Accordingly, the court refused to hold the OSP liable for direct infringement. The court
also refused to hold the BBS operator liable for direct infringement. “[T]his court holds that the
storage on a defendant’s system of infringing copies and retransmission to other servers is not a
direct infringement by the BBS operator of the exclusive right to reproduce the work where such
copies are uploaded by an infringing user.”’* The court further held that the warning of the
presence of infringing material the plaintiffs had given did not alter the outcome with respect to
direct infringement liability:

Whether a defendant makes a direct copy that constitutes infringement cannot
depend on whether it received a warning to delete the message. This distinction
may be relevant to contributory infringement, however, where knowledge is an
element.”

The result of the Netcom case with respect to liability for direct infringement for the
transmission and intermediate storage of copyrighted materials by an OSP was codified in the

67 Netcom, 907 F. Supp. at 1367.

8 1d. at 1368.

69I_d.

7 1d. at 1369.

T 1d. at 1370.

72 1d. at 1370-71 (emphasis in original).
3 1d. at 1370.
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first safe harbor for OSPs set forth in Section 512(a)(1) of the Digital Millennium Copyright
Act,74 discussed in detail in Section II1.C below.

(b) The MAPHIA Case

Another well known case, Sega Enterprises Ltd. v. MAPHIA,” adopted the logic of the
Netcom case and refused to hold a BBS and its system operator directly liable for the uploading
and downloading of unauthorized copies of Sega’s video games, even though the defendants
participated in encouraging the unauthorized copying, which was not true in Netcom. (As
discussed below, the court did, however, find contributory liability.) The evidence established
that the system operator had knowledge that the infringing activity was going on through the
bulletin board, and indeed that he had specifically solicited the uploading of the games for
downloading by users of the bulletin board.”® The system operator also sold video game
“copiers,” known as “Super Magic Drives,” through the MAPHIA BBS, which enabled
subscribers to the BBS to play games which had been downloaded from the BBS.”’

In granting a motion by Sega seeking summary judgment and a permanent injunction, the
court refused to impose direct liability for copyright infringement on the BBS and its system
operator, Chad Sherman. The court cited the Netcom case for the proposition that, although
copyright is a strict liability statute, there should be some element of volition or causation which
is lacking where a defendant’s system is merely used to create a copy by a third party.”® The
court further stated:

While Sherman’s actions in this case are more participatory than those of the
defendants in Netcom, the Court finds Netcom persuasive. Sega has not shown
that Sherman himself uploaded or downloaded the files, or directly caused such
uploading or downloading to occur. The most Sega has shown is that Sherman
operated his BBS, that he knew infringing activity was occurring, and that he
solicited others to upload games. However, whether Sherman knew his BBS
users were infringing on Sega’s copyright, or encouraged them to do so, has no
bearing on whether Sherman directly caused the copying to occur. Furthermore,
Sherman’s actions as a BBS operator and copier seller are more appropriately
analyzed under contributory or vicarious liability theories. Therefore, because

™ H.R.Rep. No. 105-551 Part 1, at 11, 24 (1998).
7> 948 F. Supp. 923 (N.D. Cal. 1996).

% 1d. at 928.

77 1d. at 929. The Super Magic Drive consisted of a connector which plugged into the video game console, a

receptacle which accepted video game cartridges, a main unit having a RAM to store games, and a floppy disk
drive. “A MAPHIA BBS user can download video programs through his or her computer onto a floppy disk
and make copies with his or her computer or play those game programs through the adaptor drive. To play a
downloaded game, the user places the floppy disk into the video game copier. The user can choose the ‘run
program’ option and run the video game program from the floppy disk without a video game cartridge. The
adaptor drive also allows the user to copy the contents of a game cartridge onto a floppy disk.”Id.

7 1d. at 932.
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Sega has not shown that Sherman directly caused the copying, Sherman cannot be
liable for direct infringement.”

(c) The Sabella Case

Similarly, in Sega Enterprises Ltd. v. Sabella,80 the court refused to hold a BBS operator
liable for direct infringement of the reproduction right where there was no evidence that the
operator did any unauthorized copying herself. The defendant, Sabella, was the system operator
of a BBS called “The Sewer Line,” which contained a directory called “Genesis,” into which
were uploaded and downloaded infringing copies of Sega’s video games by subscribers to the
BBS. The defendant also sold copiers that enabled users to play Sega games directly from
floppy disks without the need for a Sega game cartridge, and allowed purchasers of her copiers
to download files from her BBS without charge for a certain time period.

Although the court agreed that the defendant’s activities were more participatory than
those of the defendant in Netcom, the court nevertheless found the Netcom court’s logic
persuasive. “Sega has not shown that Sabella herself uploaded or downloaded the files, or
directly caused such uploading or downloading to occur. The most Sega has shown is that
Sabella should have known such activity was occurring, that she sold copiers that played games
such as those on her BBS, and that she gave her copier customers downloading privileges on her
BBS.”®! Citing Netcom, the court concluded that “whether Sabella knew her BBS users were

7 1d. (citations to Netcom omitted). An earlier opinion in the case, issued in conjunction with the granting of a

preliminary injunction to Sega, although somewhat unclear in its holding, seemed to suggest that the defendants
could be held liable for direct infringement, at least for the unauthorized copies being uploaded through the
bulletin board, although not for the subsequent downloading of copies by user of the bulletin board. See Sega
Enterprises Ltd. v. MAPHIA, 857 F. Supp. 679, 683 (N.D. Cal. 1994). The court in the later opinion, however,
disavowed this interpretation of its earlier opinion. With respect to its earlier order granting a preliminary
injunction, the court stated, “To the extent that order can be read to suggest that Sherman may be liable for
direct copyright infringement, it is clarified and superseded by this order.” Sega Enterprises L.td. v. MAPHIA,
948 F. Supp. 923, 932 n.5 (N.D. Cal. 1996).

The court also rejected a fair use defense raised by Sherman. With respect to the first fair use factor, the
purpose and character of the use, the court found that Sherman’s activities in encouraging the uploading and
downloading of Sega’s games was clearly commercial. “Sherman intended to profit directly from the content of
the information made available on his BBS because his copier customers could use the game files to play the
games rather than purchase Sega game cartridges. This distinguishes Sherman from the Internet provider in
Netcom who did not gain anything from the content of the information available to subscribers.” Id. at 934.

With respect to the second fair use factor, the nature of the copyrighted work, the court noted that the Sega
video games were for entertainment uses and involved fiction and fantasy, so that the second factor weighed
against fair use. Id. The court found that the third factor, the extent of the work copied, weighed against fair
use because BBS users copied virtually entire copyrighted works, and Sherman had not shown any public
benefit or explanation for the complete copying. Id. at 935. Finally, the court found that the fourth factor, the
effect of the use upon the market, also weighed against fair use. “Even if the users are only playing the games
in their own homes and even if there are currently only a limited number of users that have copiers, unrestricted
and widespread conduct of this sort would result in a substantial adverse impact on the market for the Sega
games.”Id.

%1997 Copyr. Law. Dec. § 27,648 (N.D. Cal. Dec. 18, 1996).
81 1d. at 29,847-48.
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infringing on Sega’s copyright or encouraged them to do so, has no bearing on whether Sabella
directly caused the copying to occur.”®

The court did rule, however, that Sabella was liable for contributory infringement. The
court cited the Ninth Circuit’s holding in Fonovisa, Inc. v. Cherry Auction, Inc. that “providing
the site and facilities for known infringing activity is sufficient to establish contributory
liability.”® The court noted that Sabella provided the BBS as a central depository site for the
unauthorized copies of games, and allowed subsequent distribution of the games by user
downloads. “She provided the facilities for copying the games by providing, monitoring, and
operating the BBS software, hardware, and phone lines necessary for the users to upload and
download games.”® Accordingly, she was liable for contributory infringement under the
Fonovisa standard.®

The court went further, however, holding that even an alternative and higher standard of
“substantial participation,” Sabella was liable. “Sabella did more than provide the site and
facilities for the known infringing conduct. She provided a road map on the BBS for easy
identification of Sega games available for downloading.”®® The court also rejected Sabella’s fair
use defense, issued a permanent injunction against Sabella, and awarded Sega statutory damages
of $5,000 per infringed work.

In contrast to the preceding cases, several cases have held that where a defendant BBS
operator has a more direct participation in the acts of infringement of its subscribers or users,
there can be direct infringement liability for those acts:

(d) The Frena Case

Playboy Enterprises, Inc. v. Fre:na,87 decided before Netcom, MAPHIA and Sabella, goes
further than those cases and established liability for the acts of subscribers without a direct
volitional act on the part of the operator. In that case, the court held the operator of a BBS,
Frena, responsible for infringement of the rights of distribution and display (although curiously
not the right of reproduction) with respect to the plaintiff’s copyrighted photographs, which were
distributed and displayed through the bulletin board by subscribers, despite evidence that the
operator never himself uploaded any of the photographs onto the bulletin board and removed the

82 1d. at 29,848.
876 F.3d 259, 264 (9th Cir. 1996).

% Sabella, 1997 Copyr. Law. Dec. § 27,648 at 29,849.

85 Another recent case applied the Fonovisa standard to hold the defendant Cyrix Corporation liable for

contributory infringement for posting on its website some copyrighted applet software of the plaintiff from
which it could be downloaded for use with the defendant’s sound boards. “Cyrix is probably also contributorily
liable because it encouraged and provided the resources for known infringing activity, i.e. the copying by others
of the applet software that Cyrix made available on its website.” Creative Labs, Inc. v. Cyrix Corp., 42
U.S.P.Q.2d 1872, 1875-76 (N.D. Cal. 1997).

8 Sabella, 1997 Copyr. Law. Dec. § 27,648 at 29,849.
87 839 F. Supp. 1552 (M.D. Fla. 1993).
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photographs as soon as he was made aware of them. ** “There is no dispute that Defendant
Frena supplied a product containing unauthorized copies of a copyrighted work. It does not
matter that Defendant Frena claims he did not make the copies [himself].” * Although the case
did not generate a finding of liability with respect to the right of reproduction, the court’s logic
with respect to finding infringement of the rights of distribution and display would seem to apply
to the reproduction right as well.

The reach of Frena may be limited, however, because the BBS was apparently one
devoted to photographs, much of it of adult subject matter, and subscribers routinely uploaded
and downloaded images therefrom. Thus, the court may have viewed Frena as a more direct
participant in the infringement, having set up a bulletin board that was devoted to the kind of
activity that would foreseeably lead to infringement. The undisputed evidence of the presence
on the bulletin board of the plaintiff’s photographs, some of which had been edited to remove the
plaintiff’s trademarks and to add Frena’s advertisements, was apparently evidence of sufficient
involvement for the court to find direct infringement of the public distribution right. Similarly,
Frena’s selection of the infringing content for inclusion in the bulletin board was apparently
sufficient involvement to find direct infringement of the public display right.”

In addition, as discussed in detail below, the legislative history of the Digital Millennium
Copyright Act, which contains a number of safe harbors that address the issue of OSP liability,
states that it was intended to overrule the Frena case, at least to the extent Frena suggested that
passive, automatic acts engaged in through a technological process initiated by another through
the facilities of an OSP could constitute direct infringement on the part of the OSP.”! In a case
decided in 2001, the Fourth Circuit held that the Digital Millennium Copyright Act had indeed
overruled Frena “insofar as that case suggests that [passive, automatic acts engaged in through a
technological process initiated by another] could constitute direct infringement.””

(e) The Webbworld Case

In a case factually similar to Frena, a company operating a website was held directly
liable for the posting of copyrighted material on its site which could be downloaded by
subscribers. In Playboy Enterprises, Inc. v. Webbworld, Inc.,93 the defendant Webbworld, Inc.
operated a website called Neptics, which made adult images available to subscribers who paid
$11.95 per month. Over a period of several months, images became available through the
Neptics website which were originally created by or for the plaintiff Playboy Enterprises, Inc.

8 1d. at 1554.

8 1d. at 1556.

% K. Stuckey, Internet and Online Law § 6.10[2][a], at 6-80 (2013).
I H.R. Rep. No. 105-551 Part 1, at 11 (1998).

2 ALS Scan, Inc. v. RemarQ Communities, Inc., 239 F.3d 619, 622 (4th Cir. 2001). A subsequent district court
cited with approval the Fourth Circuit’s decision on this point. See Costar Group Inc. v. Loopnet, Inc., 164 F.
Supp. 2d 688, 695-96 (D. Md. 2001), aff’d, 373 F.3d 544 (4Ih Cir. 2004).

% 968 F. Supp. 1171 (N.D. Tex. 1997).
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The court rejected the defendant’s argument that it could not be held directly liable for
infringement under the logic of the Netcom case. The court distinguished the Netcom case on
the ground that Netcom did not create or control the content of the information available to its
subscribers, but rather merely provided access to the Internet. In contrast, the court noted that
Neptics was receiving payment selling the images it stored on its computers, and therefore was
acting as more than merely an information conduit.’*

The defendant also argued that it could not be held liable for direct infringement because
it had no control over the persons who posted the infringing images to the adult newsgroups from
which Neptics obtained its material. The court rejected this argument: “While this may be true,
Neptics surely has control over the images it chooses to sell on the Neptics’ website. Even the
absence of the ability to exercise such control, however, is no defense to liability. If a business
cannot be operated within the bounds of the Copyright Act, then perhaps the question of its
legitimate existence needs to be addressed.”’

(f) The Sanfilippo Case

In Playboy Enterprises, Inc. v. Sanﬁlim)o,96 the court found the defendant operator of a
website through which 7475 of the plaintiff’s copyrighted images were available directly liable
for infringement. The defendant admitted copying 16 files containing a great many of the
images from a third party source onto his hard drive and CD-ROM. He also admitted that 11
other files containing such images were uploaded to his hard drive by a third party. The court
found that, because the defendant had authorized the third party to upload such files to his site,
the defendant was directly liable for such upload as a violation of the exclusive right under
Section 106 of the copyright statute to “authorize” others to reproduce a copyrighted work. The
court also found that the defendant had willfully infringed 1699 of the copyrighted images.

One of the most interesting aspects of the Sanfilippo case is the amount of damages the
court awarded. The plaintiff sought statutory damages, and argued that a statutory damages
award should be made for each individual image that was infringed. The defendant argued that,
in awarding damages, the court should consider the fact that the copied images were taken from
compilations and, therefore, an award should be made only with respect to each particular

% 1d. at 1175.

> 1d. The court also held that the principals of Webbworld could be held vicariously liable for the infringements.

Although the principals had no control over those responsible for originally uploading the infringing images
onto the Internet sites from which Webbworld drew its images, the principals had the right and ability to control
what occurred on the Neptics website. The court ruled that the $11.95 subscription fee gave the principals a
sufficient direct financial benefit from the infringing activity to hold them vicariously liable. Id. at 1177.

The court made its rulings in the context of a motion for summary judgment by the plaintiff. The court granted
summary judgment of infringement with respect to sixty-two copyrighted images, but denied summary
judgment with respect to sixteen additional images because of the presence of material issues of fact. Ina
subsequent ruling, the court found the defendants directly and vicariously liable with respect to these sixteen
additional images based on a similar legal analysis of liability. See Playboy Enterprises, Inc. v. Webbworld,
Inc., 45 U.S.P.Q.2d 1641 (N.D. Tex. 1997).

%1998 U.S. Dist. LEXIS 5125 (S.D. Cal. 1998).
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magazine’s copyright from which the images were taken. The court rejected this argument and
allowed a statutory damage award for each image on the grounds that each image had an
independent economic value on its own, each image represented “a singular and copyrightable
effort concerning a particular model, photographer, and location,”” and the defendant marketed
each one of the images separately. The court awarded statutory damages of $500 per image, for
a total damage award of $3,737,500.%

(g) The Free Republic Case

Even where there is a direct volitional act on the part of a website operator in copying
copyrighted material onto its site, difficult questions relating to First Amendment and fair use
rights may arise, particularly where the Web is used to facilitate free ranging discussion among
participants. For example, in 1998, the Los Angeles Times and The Washington Post filed a
copyright infringement lawsuit against the operator of a website called the Free Republic. The
site contained news stories from dozens of sources (including the plaintiffs), posted both by the
operator of the site and its users, and users were allowed to attach comments to the stories.” The
plaintiffs argued that, because verbatim complete copies of their news stories were often posted
on the website, it was reducing traffic to their own websites on which the articles were posted,
and was harming their ability to license their articles and to sell online copies of archived
articles.'” The defendants raised defenses under the fair use doctrine and under the First
Amendment.'”" The defendants moved for summary judgment on all claims and the plaintiffs
cross moved for summary judgment on the defendants’ defense of fair use.

The court rejected the defendants’ fair use argument and ruled that the defendants might
be liable for infringement.'” The court ruled that the first fair use factor (purpose and character
of the use) favored the plaintiffs, noting there was little transformative about copying the entirety
or portions of the articles, since the articles on the defendants’ site served the same purpose as
that for which one would normally seek to obtain the original — for ready reference if and when
websites visitors needed to look at it.'” The court also rejected the addition of commentary to
the articles as favoring the defendants under the first factor, noting that the first posting of an
article to the site often contained little or no transforming commentary, and in most cases it was
not necessary to copy verbatim the entire article in order for users to be able to comment on the

77 1d. at *18-19.
% The plaintiff requested an astronomical $285,420,000 in statutory damages ($20,000/image for 5776 images
that were not willfully infringed, and $100,000/image for 1699 images that were willfully infringed).
 Los Angeles Times v. Free Republic, 54 U.S.P.Q.2d 1453, 1455-56 (C.D. Cal. 2000).

100 14. at 1457.

101 14. at 1454-55.
102

The court limited its opinion to the availability of the defenses on which the defendants had moved for summary
judgment. The court stated it was expressing no opinion as to whether, “given that the ‘copying’ of news
articles at issue in this case is to a large extent copying by third-party users,” the plaintiffs could prove a claim
against the defendants for copyright infringement. Id. at 1458.

13" 1d. at 1460-61.
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article.'™ Finally, the court noted that the Free Republic site was a for-profit site, for which the
copying enhanced the defendants’ ability to solicit donations and generate goodwill for their
website operation and other businesses of the website operator.'*®

The second fair use factor (nature of the copyrighted work) favored the defendants,
because the copied news articles were predominantly factual in nature.'” The third fair use
factor (amount and substantiality of the portion used in relation to the copyrighted work as a
whole) favored the plaintiffs, because in many cases exact copies of the entire article were made
and the court had previously found that copying of the entire article was not necessary to
comment on it.'”” Finally, the fourth fair use factor (effect of the use on the potential market for
or value of the copyrighted work) favored the plaintiffs, because the court found that the
availability of complete copies of the articles on the Free Republic site fulfilled at least to some
extent demand for the original works and diminished the plaintiffs’ ability to sell and license
their articles.'” On balance, then, the court concluded that the defendants could not establish a
fair use defense.'®”

The court also rejected the defendants’ First Amendment defense on the ground that the
defendants had failed to show that copying entire news articles was essential to convey the
opinions and criticisms of visitors to the site. The court noted that visitors’ critiques could be
attached to a summary of the article, or Free Republic could have provided a link to the
plaintiffs’ websites where the articles could be found.'"

The parties subsequently settled the case, pursuant to which the court entered a stipulated
final judgment enjoining the defendants from copying, posting, uploading, downloading,
distributing or archiving any of the plaintiffs’ works, or encouraging others to do so, or operating
any website or other online service that accomplished or permitted any of the foregoing, except
as otherwise permitted by the plaintiffs in writing or by the fair use doctrine. The defendants
agreed to pay $1,000,000 in statutory damages for past infringing acts.'"'

104 1d. at 1461 & 1463-64. The most telling fact on the latter point was that the Free Republic provided a hypertext

link to Jewish World Review’s website at its request, and asked that Free Republic visitors no longer copy the
publication’s articles verbatim. Id. at 1463.

105 1d. at 1464-66.
106 14. at 1467.
197 1d. at 1468.

198 1d. at 1470-71. The court rejected the defendants’ argument that its site was increasing hits to the plaintiffs’
sites through referrals off its own site, noting that the defendants had not addressed how many hits to the
plaintiffs’ sites were diverted away as a consequence of the posting of articles to the Free Republic. The court
also cited several cases rejecting the argument that a use is fair because it increases demand for the plaintiff’s
copyrighted work. Id. at 1471.

19" 1d. at 1472.
10 14. at 1472-73.
" Los Angeles Times v. Free Republic, 56 U.S.P.Q. 2d 1862 (C.D. Cal. 2000).
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(h) The MP3.com Cases

In 2000, the Recording Industry Association of America, Inc. (RIAA), on behalf of 10 of
its members, filed a complaint in federal court in the Southern District of New York for willful
copyright infringement against MP3.com, based on MP3.com’s new “My.MP3” service.''
According to the complaint, this service allowed users to gain access through the Internet, and
download digital copies of, commercial CDs, using one of two component services:

“Instant Listening Service” — Under this service, a user could place an order for a commercial
CD through one of several online CD retailers cooperating with MP3.com, and then immediately
have access to the song tracks on that CD stored on an MP3.com server, before arrival of the
shipment of the physical CD ordered by the user.'"?

“Beam-it” — Under this service, a user could insert a commercial CD or a copy thereof
(authorized or unauthorized) into his or her computer CD-ROM drive. If the MP3.com server
was able to recognize the CD, the user was then given access to the song tracks contained on the
CD stored on an MP3.com server.'*

In order to offer the My.MP3 service, MP3.com purchased and copied the tracks from
several tens of thousands of commercial CDs onto its servers.''> When users accessed sound
recordings through My.MP3, it was these reproductions made by MP3.com that were accessed,
and not any copies made from the users” own CD.''® The plaintiffs sought a ruling that the
copying of the commercial CDs onto the MP3.com servers constituted willful infringement of
the copyright rights of the plaintiffs.

The case raised the very interesting issue of whether, assuming that users who are the
owners of a lawful copy of a CD could lawfully upload a copy thereof to an MP3.com server for
their own private use under Section 1008'"” of the Audio Home Recording Act of 1992'"® or
under the fair use doctrine, it should be lawful for MP3.com to assist users in accomplishing that,
and, if so, whether it should be permissible to do so by advance copying of tracks in anticipation
of a user ordering or already owning a CD containing those tracks.

12 Complaint for Copyright Infringement, UMG Recordings, Inc. v. MP3.com, Inc., No. 00 Civ. 0472 (S.D.N.Y.
Jan. 21, 2000).

3 1d. 94 & App. A.
4 g
15 UMG Recordings Inc. v. MP3.com Inc., 92 F. Supp. 2d 349, 350 (S.D.N.Y. 2000).
116
1d.

117

Section 1008 provides: “No action may be brought under this title alleging infringement of copyright based on
the manufacture, importation, or distribution of a digital audio recording device, a digital audio recording
medium, an analog recording device, or an analog recording medium, or based on the noncommercial use by a
consumer of such a device or medium for making digital musical recordings or analog musical recordings.” 17
U.S.C. § 1008.

"8 pub. L. No. 102-563, 106 Stat. 4244 (1992).
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The court ruled that the copying by MP3.com of the commercial CDs made out a prima
facie case of direct copyright infringement,''” and rejected the defendant’s assertion that such
copying was a fair use. The court ruled that the first fair use factor (purpose and character of the
use) weighed against the defendant because the defendant’s purpose for the use was commercial
— although defendant was not charging users a fee for the service, “defendant seeks to attract a
sufficiently large subscription base to draw advertising and otherwise make a profit.”'** The
court rejected the defendant’s argument that the copying was transformative because it allowed
users to “space shift” their CDs into another format in which they could enjoy their sound
recordings without lugging around physical CDs, ruling that the argument was “simply another
way of saying that the unauthorized copies are being retransmitted in another medium — an
insufficient basis for any legitimate claim of transformation.”"?'

With respect to the second factor (nature of the copyrighted work), the court held that,
because the copyrighted works at issue were creative musical works, this factor weighed against
defendant.'® The third factor (amount and substantiality of the copyrighted work used) also
weighed against the defendant because the defendant had copied, and the My.MP3 service
replayed, the copyrighted works in their entirety.'>

Finally, with respect to the fourth factor (effect of the use upon the potential market for or
value of the copyrighted work), the court noted that the defendant’s activities “on their face
invade plaintiffs’ statutory right to license their copyrighted sound recordings to others for
reproduction.”'** The defendant argued that its activities enhanced the plaintiffs’ sales, since
subscribers could not gain access to recordings through MP3.com unless had already purchased,
or agreed to purchase, their own CD copies of those recordings. The court rejected this argument
on the following rationale:

Any allegedly positive impact of defendant’s activities on plaintiffs’ prior market
in no way frees defendant to usurp a further market that directly derives from
reproduction of the plaintiffs’ copyrighted works. This would be so even if the
copyrightholder had not yet entered the new market in issue, for a
copyrightholder’s “exclusive” rights, derived from the Constitution and the

19" “Thus, although defendant seeks to portray its service as the ‘functional equivalent’ of storing its subscribers’

CDs, in actuality defendant is re-playing for the subscribers converted versions of the recordings it copied,
without authorization, from plaintiffs’ copyrighted CDs. On its face, this makes out a presumptive case of
infringement under the Copyright Act of 1976 ....” 92 F. Supp. 2d at 350.

120 14. at 351.

121 Id. Contrast this holding with the Ninth Circuit’s statement in RIAA v. Diamond Multimedia Sys., 180 F.3d
1072, 1079 (9th Cir. 1999), in which the Ninth Circuit found space shifting of a recording from a CD onto the
“Rio” portable MP3 player device (through a process known as “ripping,” or re-encoding of music data encoded
in CD format into the MP3 file format) to be “paradigmatic noncommercial personal use entirely consistent
with the purposes of the [Audio Home Recording Act].”

12 UMG, 92 F. Supp. 2d at 351-52.
123 1d. at 352.
124@-
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Copyright Act, include the right, within broad limits, to curb the development of
such a derivative market by refusing to license a copyrighted work or by doing so
only on terms the copyright owner finds acceptable.'*®

The court therefore ruled that the defendant was not entitled to a fair use defense as a
matter of law, and entered partial summary judgment holding the defendant to have infringed the
plaintiffs’ copyrights.'*® Subsequent to the court’s ruling of infringement, the defendant settled
with all but one of the plaintiff record companies (Universal Music Group) by taking a license to
reproduce the plaintiffs’ recordings on its servers and to stream them over the Internet to its
subscribers, for which MP3.com reportedly paid $20 million to each of the record companies and
agreed to pay a few pennies each time a user placed a CD in his or her locker, plus a smaller
amount each time a track was played.'?’

Universal Music Group pursued a claim of statutory damages against MP3.com. The
court concluded that MP3.com’s infringement was willful, and awarded statutory damages of
$25,000 per CD illegally copied by MP3.com.'*® Even based on the defendant’s assertion that
there were no more than 4,700 CDs for which the plaintiffs qualified for statutory damages (an
issue that was to have been the subject of a separate trial), the statutory damages award would
have come to $1 18,000,000.129 On the eve of trial, the defendant settled with Universal Music
Group by agreeing to pay the plaintiff $53.4 million and to take a license to Universal’s entire
music catalog in exchange for unspecified royalty payments.'*°

MP3.com’s legal troubles did not end with the settlements with the RIAA plaintiffs. On
Aug. 8, 2001, a group of over 50 music publishers and songwriters filed suit against MP3.com on
claims of copyright infringement very similar to those asserted by the RIAA plaintiffs. The
plaintiffs sought to hold MP3.com liable for the copies of their works made in connection with
the My.MP3.com service, as well as for the subsequent “viral distribution” of copies of their
works allegedly done through services such as Napster, Gnutella, Aimster, and Music City by
MP3.com users after they download digital copies through MP3.com."*' Numerous other suits

125 1d. (citations omitted).
126 1d. at 353.

127 See Jon Healey, “MP3.com Settles with BMG, Warner,” San Jose Mercury News (June 10, 2000), at 1A; Chris
O’Brien, “MP3 Sets Final Pact: Universal Music Group Will Get $53.4 Million,” San Jose Mercury News (Nov.
15,2000) at 1C, 14C.

122 UMG Recordings Inc. v. MP3.com, Inc., 56 U.S.P.Q.2d 1376, 1379, 1381 (S.D.N.Y. 2000). The court rejected
the plaintiffs’ argument that a statutory damages award should be made for each song copied, rather than each
CD. The court cited 17 U.S.C. § 504(c)(1), which provides that a statutory damages award may be recovered in
a specified range “with respect to any one work,” and further provides that “all parts of a compilation or
derivative work constitute one work.” UMG Recordings Inc. v. MP3.com Inc., 109 F. Supp. 2d 223, 224-25
(S.D.N.Y. 2000).

12956 U.S.P.Q.2d at 1381.
130

O’Brien, supra note 127, at 1C.

31 “Music Publishers, Songwriters Sue MP3.com for ¢Viral Distribution’ of Copyrighted Works,” BNA’s

Electronic Commerce & Law Report (Aug. 29, 2001) at 933. In late August of 2001, MP3.com was acquired by
media company Vivendi Universal.
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were brought against MP3.com as well. For example, in Sept. of 2001, Isaac, Taylor & Zachary
Hanson also sued MP3.com for copying of their copyrighted songs on My.MP3.com.'*?

Numerous opinions have been issued as a result of these lawsuits, holding MP3.com
liable for willful copyright infringement and ruling it collaterally estopped from denying that it
willfully infringed the plaintiffs’ various copyrighted works when it created the “server copies”
of thousands of CDs in late 1999 and early 2000."**

(i) The CoStar Case

134

In CoStar Group Inc. v. LoopNet, Inc., °" the plaintiff CoStar maintained a copyrighted
commercial real estate database that included photographs. The defendant LoopNet offered a
service through which a user, usually a real estate broker, could post a listing of commercial real
estate available for lease. The user would access, fill out, and submit a form for the property
available. To include a photograph of the property, the user was required to fill out another
form. The photograph would initially be uploaded into a separate folder on LoopNet’s system,
where it would first be reviewed by a LoopNet employee to determine that it was in fact a
photograph of commercial property and that there was no obvious indication the photograph was
submitted in violation of LoopNet’s terms and conditions. If the photograph met LoopNet’s
criteria, the employee would accept it and post it along with the property listing. CoStar claimed
that over 300 of its copyrighted photographs had been posted on LoopNet’s site, and sued
LoopNet for both direct and contributory copyright liability.'*>

CoStar argued that LoopNet should be directly liable for copyright infringement because,
acting through its employees’ review and subsequent posting of the photographs, LoopNet was
directly copying and distributing the photographs, citing the Frena case discussed above in
Section I1.A.4(d). The district court rejected this argument, noting that the Fourth Circuit in the
ALS Scan case had concluded that the legislative history of the DMCA indicated Congress’
intent to overrule the Frena case and to follow the Netcom case, under which an OSP’s liability
for postings by its users must be judged under the contributory infringement doctrine.'*°

The Fourth Circuit affirmed this ruling on appeal.””’ Citing its own decision in the ALS
Scan case, the Fourth Circuit noted that it had already held that the copyright statute implies a
requirement of volition or causation, as evidenced by specific conduct by the purported infringer,

132 Steven Bonisteel, “Hanson Sues Music Locker Service Over Copyright” (Sept. 26, 2001), available as of Jan. 6,
2002 at www.newsbytes.com/news/01/170530.html.

133 See, e.g., Country Road Music, Inc. v. MP3.com, Inc., 279 F.Supp.2d 325 (S.D.N.Y. 2003); Zomba Enters., Inc.
MP3.com, Inc., No. 00 Civ. 6833 (S.D.N.Y. Jun. 8, 2001); Teevee Toons, Inc. v. MP3.com, Inc., 134 F. Supp.
2d 546 (S.D.N.Y. 2001); UMG Recordings, Inc. v. MP3.com, Inc., No. 00 Civ. 472, 200 WL 1262568
(S.D.N.Y. 2000).

34164 F. Supp. 2d 688 (D. Md. 2001).

135 1d. at 691-92.

136 1d. at 695-96.

137 CoStar v. LoopNet, 373 F.3d 544 (4™ Cir. 2004).
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for direct liability."*® Mere ownership of an electronic facility by an OSP that responds
automatically to users’ input is not sufficient volition for direct liability. “There are thousands of
owners, contractors, servers, and users involved in the Internet whose role involves the storage
and transmission of data in the establishment and maintenance of an Internet facility. Yet their
conduct is not truly ‘copying’ as understood by the Act; rather, they are conduits from or to
would-be copiers and have no interest in the copy itself.”'*’

The court also inferred a requirement of volition from the statute’s concept of “copying,”
which requires the making of “fixed” copies. For the reasons discussed in Section II.A.2 above,
the court concluded that transient copies made by an OSP acting merely as a conduit to transmit
information at the instigation of others does not create sufficiently fixed copies to make it a
direct infringer of copyright.'*® Accordingly, the court concluded, “[a]greeing with the analysis
in Netcom, we hold that the automatic copying, storage and transmission of copyrighted
materials, when instigated by others, does not render an ISP strictly liable for copyright
infringement under §§ 501 and 106 of the Copyright Act.”'*' The court also affirmed the district
court’s ruling that the quick review of photographs performed by LoopNet’s employees before
allowing them to be posted on the site did not amount to “copying,” nor did it add volition to
LoopNet’s involvement in storing the copy.'**

() The Ellison Case

The case of Ellison v. Robertson,'* discussed in detail in Section ITL.C.6(b)(1)(i) below,
refused to hold an OSP liable for direct infringement based on infringing materials posted on its
service by users without its knowledge on Usenet servers hosted by AOL (infringing copies of
fictional works).

(k) Perfect 10 v. Cybernet Ventures

In Perfect 10, Inc. v. Cybernet Ventures, Inc.,144 the court refused to hold the defendant

Cybernet, an “age verification service” that enrolled subscribers, after verifying their age as an
adult, to a service that would enable them to gain access for a monthly fee to a large number of
member sites displaying pornographic pictures, liable as a direct copyright infringer based on the
unauthorized presence of the plaintiffs’ copyrighted photographs on several of the member sites.
The court discussed the Netcom, MAPHIA, and Hardenburgh cases (the Hardenburgh case is
discussed in Section I1.C below), then concluded as follows:

3% 1d. at 549.
139 1d. at 551.
140 Id..

1 1d. at 555.
42 1d. at 556.

43189 F. Supp. 2d 1051 (C.D. Cal. 2002), aff’d in part and rev’d in part, 357 F.3d 1072 (9th Cir. 2004) (district
court’s ruling of no direct infringement not challenged on appeal).

44 213 F. Supp. 2d 1146 (C.D. Cal. 2002).
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The principle distilled from these cases is a requirement that defendants must
actively engage in one of the activities recognized in the Copyright Act. Based on
the evidence before the Court it appears that Cybernet does not use its hardware to
either store the infringing images or move them from one location to another for
display. This technical separation between its facilities and those of its
webmasters prevents Cybernet from engaging in reproduction or distribution, and
makes it doubtful that Cybernet publicly displays the works. Further, there is
currently no evidence that Cybernet has prepared works based upon Perfect 10’s
copyrighted material. The Court therefore concludes that there is little likelihood
that Perfect 10 will succeed on its direct infringement theory.'*®

() Field v. Google

In Field v. Google,'*® discussed in greater detail in Section II1.B.4(a) below, the court
ruled that Google should not be liable as a direct infringer for serving up through its search
engine, in response to user search queries, copies of the plaintiff’s copyrighted materials that had
been cached by Google’s automated crawler, the Googlebot. Citing the Netcom and CoStar
cases, the court noted that a plaintiff must “show volitional conduct on the part of the defendant
in order to support a finding of direct copyright infringement.”'*” For some unknown reason, the
plaintiff did not allege that Google committed infringement when its Googlebot made the initial
copies of the plaintiff’s Web pages on which his copyrighted materials had been placed and
stored those copies in the Google cache, nor did the plaintiff assert claims for contributory or
vicarious liability. Instead, the plaintiff alleged that Google directly infringed his copyrights
when a Google user clicked on a link on a Google search results page to the Web pages
containing his copyrighted materials and downloaded a cached copy of those pages from
Google’s computers.'**

The court rejected this argument:

According to Field, Google itself is creating and distributing copies of his works.
But when a user requests a Web page contained in the Google cache by clicking
on a “Cached” link, it is the user, not Google, who creates and downloads a copy
of the cached Web page. Google is passive in this process. Google’s computers
respond automatically to the user’s request. Without the user’s request, the copy
would not be created and sent to the user, and the alleged infringement at issue in
this case would not occur. The automated, non-volitional conduct by Google in
response to a user’s request does not constitute direct infringement under the
Copyright Act.'*

45 1d. at 1168-69.

146412 F. Supp. 2d 1106 (D. Nev. 2006).
47 1d. at 1115.

148 Id.

149 Id.
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(m) Parker v. Google

In Parker v. Google," pro se plaintiff Gordon Parker was the owner of copyright in an e-
book titled “29 Reasons Not To Be A Nice Guy.” He posted Reason # 6 on USENET. Parker
asserted that Google’s automatic archiving of this USENET posting constituted a direct
infringement of his copyright. He also claimed that when Google produced a list of hyperlinks
in response to a user’s query and excerpted his web site in that list, Google again directly
infringed his copyrighted work.""

The district court rejected these claims. Citing the Costar and Netcom cases, the district
court held that “when an ISP automatically and temporarily stores data without human
intervention so that the system can operate and transmit data to its users, the necessary element
of volition is missing. The automatic activity of Google’s search engine is analogous. It is clear
that Google’s automatic archiving of USENET postings and excerpting of websites in its results
to users’ search queries do not include the necessary volitional element to constitute direct
copyright infringement.”'*?

On appeal, the Third Circuit affirmed in an unpublished decision.'>® The court noted that,
“to state a direct copyright infringement claim, a plaintiff must allege volitional conduct on the
part of the defendant,” and Parker’s allegations failed to allege any volitional conduct on the part
of Google."**

(n) The Cablevision Case

In Twentieth Century Fox Film Corp. v. Cablevision Sys.,15 > the district court ruled that

Cablevision was liable for direct copyright infringement based on the offering of a network
digital video recording system known as the “Remote-Storage DVR System” (RS-DVR), which
permitted customers to record cable programs on central servers at Cablevision’s facilities and
play the programs back for viewing at home. The technology underlying the RS-DVR worked as
follows. Cablevision took the linear programming signal feed received at its head end and
reconfigured it by splitting the feed into a second stream, which was then reformatted through a
process known as “clamping” to convert the bitrate of the stream into one that was more
efficient. In the process of clamping, portions of programming were placed into buffer memory.
The stream was then converted into a number of single program transport streams, one channel
per stream. The converted streams were then fed into a special set of “Arroyo” servers, which at
any given moment in time, stored in a buffer three frames of video from each of the linear

130422 F. Supp. 2d 492 (E.D. Pa. 2006), aff’d, 2007 U.S. App. LEXIS 16370 (3d Cir. July 10, 2007).
151 1d. at 496.

152 1d. at 497.

153 Parker v. Google, 2007 U.S. App. LEXIS 16370 (3d Cir. July 10, 2007).

154 1d. at %6, 8.

155 478 F. Supp. 2d 607 (S.D.N.Y. 2007), rev’d, 536 F.3d 121 (2d Cir. 2008), cert. denied sub nom. CNN, Inc. v.
CSC Holdings, Inc., 557 U.S. 946 (2009).
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channels carried by Cablevision, so that if a customer requested that a particular program be
recorded, the appropriate packets could be retrieved from the buffer memory and copied to the
customer’s designated hard drive storage space on the Arroyo server.'*°

The RS-DVR service allowed customers to request that a program be recorded in one of
two ways. The customer could navigate an on-screen program guide and select a future program
to record, or while watching a program, the customer could press a “record” button on a remote
control. In response, the Arroyo server would receive a list of recording requests, find the
packets for the particular programs requested for recording, then make a copy of the relevant
program for each customer that requested it be recorded. A separate copy would be stored in
each customer’s designated hard drive storage space on the Arroyo server. If no customer
requested that a particular program be recorded, no copy of that program was made on the hard
drives of the Arroyo server. When the customer selected a recorded program for playback, the
Arroyo server would locate the copy of the desired program stored on the customer’s designated
hard drive storage space, then cause the program to be streamed out. The stream containing the
program would be transmitted to every home in the node where the requesting customer was
located, but only the requesting set-top box would be provided the key for decrypting the stream
for viewing."’

The plaintiffs alleged direct copyright infringement based on Cablevision’s creation of
the copies on the hard drives of the Arroyo servers and of the buffer copies. Although
Cablevision did not deny that these copies were being made, it argued that it was entirely passive
in the process and the copies were being made by its customers. It also argued, based on the
Sony case, that it could not be liable for copyright infringement for merely providing customers
with the machinery to make the copies.'™®

The court rejected these arguments, ruling that the RS-DVR was not merely a device, but
rather a service, and that, by providing the service, it was Cablevision doing the copying. In
particular, the court found the relationship between Cablevision and RS-DVR customers to be
significantly different from the relationship between Sony and VCR users. Unlike a VCR, the
RS-DVR did not have a stand-alone quality. Cablevision retained ownership of the RS-DVR
set-top box, and the RS-DVR required a continuing relationship between Cablevision and its
customers. Cablevision not only supplied the set-top box for the customer’s home, but also
decided which programming channels to make available for recording, and housed, operated, and
maintained the rest of the equipment that made the RS-DVR’s recording process possible.
Cablevision also determined how much memory to allot to each customer and reserved storage
capacity for each customer on a hard drive at its facility. Customers were offered the option of
acquiring additional capacity for a fee."”’

156 1d. at 613-14.
157 1d. at 614-16.
158 1d. at 617-18.
159 1d. at 618-19.
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In sum, the court concluded that the RS-DVR was more akin to a video-on-demand
(VOD) service than to a VCR or other time-shifting device. The court noted that the RS-DVR
service was in fact based on a modified VOD platform. With both systems, Cablevision decided
what content to make available to customers for on-demand viewing. As in VOD, the number of
available pathways for programming delivery was limited; if there were none available, the
customer would get an error message or busy signal. Thus, in its architecture and delivery
method, the court concluded that the RS-DVR bore a striking resemblance to a VOD service — a
service that Cablevision provided pursuant to licenses negotiated with programming owners.'®
Accordingly, the court ruled that a reasonable fact finder could conclude only that the copying at
issues was being done not by the customers, but by Cablevision itself.'®!

With respect to the buffer copies, Cablevision argued that the buffer copies were not
sufficiently fixed to be cognizable as “copies” under copyright law. The court rejected this
argument, noting that the buffer copies were sufficiently permanent to make the Arroyo hard
disk copies from, and were therefore capable of being reproduced, as required by the definition
of “fixation.” The court also cited the numerous court decisions, and the Copyright Office’s
August 2001 report on the DMCA, concluding that RAM copies are “copies” for purposes of the
copyright act. Accordingly, the court concluded that summary judgment of direct infringement
was warranted with respect to both the Arroyo server copies and the buffer copies.'®

Finally, the court ruled, based on similar logic, that Cablevision was engaged in
infringing transmissions and public performances to its customers.'® The court noted that,
“where the relationship between the party sending a transmission and party receiving it is
commercial, as would be the relationship between Cablevision and potential RS-DVR customers,
courts have determined that the transmission is one made ‘to the public.”'**

On appeal, the Second Circuit reversed in The Cartoon Network LP v. CSC Holdings,
Inc.'® The Second Circuit’s rulings with respect to the issue of buffer copies are discussed in
Section I1.A.2 above. With respect to the copies created on the hard drives of the Arroyo
servers, the court noted that Netcom and its progeny direct attention to the volitional conduct that
causes the copy to be made. In the case of an ordinary VCR, the court noted that it seemed clear
that the operator of the VCR — the person actually pressing the button to make the recording,
supplies the necessary element of volition, not the manufacturer of the device. The court
concluded that the RS-DVR customer was not sufficiently distinguishable from a VCR user to
impose liability as a direct infringer on a different party for copies that were made automatically
upon that customer’s command. The court distinguished cases holding liable a copy shop
making course packs for college professors, finding a significant difference between making a

160 1d. at 619.

161 1d. at 621.

162 14. at 621-22.

163 1d. at 622-23.

164 1d. at 623.

165536 F.3d 121 (2d Cir. 2008), cert. denied sub nom. CNN, Inc. v. CSC Holdings, Inc., 557 U.S. 946 (2009).
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request to a human employee, who then voluntarily operates the copying system to make the
copy, and issuing a command directly to a system, which automatically obeys commands and
engages in no volitional conduct.'®® “Here, by selling access to a system that automatically
produces copies on command, Cablevision more closely resembles a store proprietor who
charges customers to use a photocopier on his premises, and it seems incorrect to say, without
more, that s1116c7h a proprietary ‘makes’ any copies when his machines are actually operated by his
customers.”

Nor was Cablevision’s discretion in selecting the programming that it would make
available for recording sufficiently proximate to the copying to displace the customer as the
person who “made” the copies. Cablevision’s control was limited to the channels of
programming available to a customer and not to the programs themselves. Cablevision had no
control over what programs were made available on individual channels or when those programs
would air, if at all. In that respect, Cablevision possessed far less control over recordable content
that it did in the VOD context, where it actively selected and made available beforehand the
individual programs available for viewing. Thus, Cablevision could not have direct liability for
the acts of its customers, and any liability on its part would have to be based on contributory
liability. The district court’s noted “continuing relationship” with its RS-DVR customers, its
control over recordable content, and the instrumentality of copying would be relevant to
contributory liability, but not direct liability."®®

With respect to the issue of direct liability, the Second Circuit concluded: “We need not
decide today whether one’s contribution to the creation of an infringing copy may be so great
that it warrants holding that party directly liable for the infringement, even though another party
has actually made the copy. We conclude only that on the facts of this case, copies produced by
the RS-DVR system are ‘made’ by the RS-DVR customer, and Cablevision’s contribution to this
reproduction by providing the system does not warrant the imposition of direct liability.”'®’

The Second Circuit’s rulings with respect whether Cablevision was engaged in
unauthorized public performances through the playback of the RS-DVR copies are discussed in
Section I1.B.5 below.

(o) Arista Records v. Usenet.com

In Arista Records LLC. V. Usenet.com, Inc.,”o the defendants operated a Napster-like

Usenet service that advertised to and targeted users who wanted to download music files. Unlike
peer-to-peer filing sharing networks, the files were stored on “spool” news servers operated by

166 1d. at 131.

167 1d. at 132.

168 1d. at 132-33.

19 1d. at 133.

170 633 F. Supp. 2d 124 (S.D.N.Y. 2009).
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the defendants. The defendants created designated servers for newsgroups containing music
binary files to increase their retention time over other types of Usenet files.'”!

The plaintiffs contended that the defendants directly infringed their copyrights by
engaging in unauthorized distribution of copies of their musical works to subscribers who
requested them for download. The court, relying on the Netcom and Cablevision cases, ruled
that a finding of direct infringement of the distribution right required a showing that the
defendants engaged in some volitional conduct sufficient to show that they actively participated
in distribution of copies of the plaintiffs’ copyrighted sound recordings. The court found
sufficient volitional conduct from the following facts. The defendants were well aware that
digital music files were among the most popular files on their service, and took active measures
to create spool servers dedicated to MP3 files and to increase the retention times of newsgroups
containing digital music files. They took additional active steps, including both automated
filtering and human review, to remove access to certain categories of content (such as
pornography), while at the same time actively targeting young people familiar with other file-
sharing programs to try their services as a supposedly safe alternative to peer-to-peer music file
sharing programs that were getting shut down for infringement. From these facts, the court ruled
that the defendants’ service was not merely a passive conduit that facilitated the exchange of
content between users who uploaded infringing content and users who downloaded such content,
but rather the defendants had so actively engaged in the distribution process so as to satisfy the
volitional conduct requirement. Accordingly, the court granted the plaintiffs’ motion for
summary judgment on their claim for direct infringement of the distribution right.'’

(p) Quantum Systems v. Sprint Nextel

In Quantum Sys. Integrators, Inc. v. Sprint Nextel Corp.,173 Quantum sued Sprint for

copyright infringement based on the automated loading of Quantum’s software into the RAM of
13 Sprint computers from unauthorized copies on the hard disk when those computers were
turned on or rebooted. The jury found liability and Sprint argued on appeal that the district court
erred in denying its JMOL motion and sustaining the jury’s finding of infringement because
there was no evidence that Sprint engaged in volitional copying, since the RAM copies were
automatically generated when the computers containing unauthorized, but unutilized, copies of
the software on the hard disk were turned on. The court rejected this argument, distinguishing its
Costar decision, which involved an ISP that merely provided electronic infrastructure for
copying, storage, and transmission of material at the behest of its users. By contrast, in the
instant case the copying was instigated by the volitional acts of Sprint’s own employees who

71 1d. at 130-31.

172 1d. at 132, 146-49. As a sanction for litigation misconduct, including spoliation of evidence and sending key

employees out of the country on paid vacations so they could not be deposed, the court precluded the
defendants from asserting an affirmative defense of protection under the DMCA’s safe harbor provisions. Id. at
137-42.

1732009 U.S. App. LEXIS 14766 (4™ Cir. July 7, 2009).
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loaded the original copies of the software onto Sprint computers and then rebooted the
computers, thereby causing the RAM copies.' ™

(q) Arista Records v. Myxer

In Arista Records LLC v. Myxer Inc.,175 the defendant Myxer operated a website that
enabled registered users to upload recorded music to the site and then, through the use of
Myxer’s software, to transcode the music into a format to create and download ringtones. Users
could make ringtones they had created available for download to other users. In addition to
uploading and downloading ringtones, Myxer users could play portions of any of the sound
recordings on Myxer’s site. Users could also select a sound recording on Myxer’s site and share
it on certain third party websites such as Facebook. Finally, users could select a sound recording
on Myxer’s site, often a full-length recording, and “Customize It” (using editing tools provided
by Myxer) by selecting a desired start and stop point for a ringtone. UMG Records, a competitor
in the ringtone market, contended that, by storing copies of UMG’s sound recordings on its
servers, allowing users to download copies of its sound recordings to users’ cell phones, and
allowing users to preview its sound recordings on either the Myxer site or on users’ cell phones,
Myxer was a direct infringer of UMG’s reproduction, distribution and digital public performance
rights, as well as a secondary infringer under theories of contributory and vicarious liability.'"®

UMG moved for summary judgment on its direct infringement claim. Myxer opposed
such motion based on the volitional requirement for direct liability under Netcom and other
cases, arguing that the user, not Myxer, engaged in the acts of direct copying, distribution, and
public performance (if any). The court found that the undisputed facts in the case established a
prima facie case that Myxer had directly infringed at least one of UMG’s exclusive rights.'”’
The court noted that it was “well-established that copyright infringement is a strict liability tort:
there is no need to prove the defendant’s mental state to establish copyright infringement.” '’®
Given that fact, and the fact that the Ninth Circuit had never expressly adopted a volitional
conduct requirement as an element of direct liability, the court concluded that it was not inclined
to adopt such a requirement absent clear instruction from the Ninth Circuit.'” (Note, however,
that the Ninth Circuit subsequently did expressly adopt a volitional conduct requirement as an
element of direct liability in the Fox Broadcasting v. Dish Network case discussed in Section
II.A.4(u) below.) Nevertheless, the court denied UMG’s motion for summary judgment because
of genuine issues of material fact pertaining to Myxer’s assertion of the safe harbor of Section
512(c), as discussed in Section II1.C.6(b)(1)(iii).r below.'®

174 1d. at *1-3 & 15-18.

1752011 U.S. Dist. LEXIS 109668 (C.D. Cal. Apr. 1, 2011).
176 1d. at *2, 15-18.

177 1d. at *37-39.

178 1d. at *45.

179 1d. at *46-49.

180 1d. at *3.
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The court also denied UMG’s motion for summary judgment with respect to its claims of
contributory and vicarious liability. With respect to contributory liability, the court noted that
there were substantial noninfringing uses of the Myxer site, because many of the ringtones and
recordings available were directly authorized by their copyright holder or users had certified that
they controlled the rights. Nevertheless, the court found summary judgment to be inappropriate
because contributory infringement requires a showing of direct copyright infringement, which
had not yet been definitively established. With respect to vicarious liability, the court noted that,
to the extent Myxer used the Audible Magic filtering technology to keep infringing material from
being uploaded onto its site, as well as other means to stop or limit the alleged copyright
infringement, there were genuine issues of material fact as to whether Myxer sufficiently
exercised a right to stop or limit the alleged copyright infringement. And, as in the case of
contributory infringement, it remained unclear whether there was an underlying claim of direct
infringement."'®’

(r) Disney Enterprises v. Hotfile

In Disney Enterprises, Inc. v. Hotfile Corp.,182 the defendant operated the web site

www.hotfile.com, at which users could upload electronic files to Hotfile’s servers. Upon upload,
the user received a unique link to the file. The Hotfile servers would then automatically make
five additional copies of the uploaded files and assign each copy a unique link. Each link acted
as a locator, allowing anyone with the link to click it or plug it into a web browser in order to
download the file. Third party sites, not Hotfile, catalogued, allowed searching of, and/or spread
the links that allowed persons to download the files.'®

Hotfile made a profit in two ways. First, although anyone could use a link to download a
file, Hotfile charged members a fee that enabled them to download files much faster than non-
members. Second, Hotfile sold “hotlinks” that allowed third party sites to post a link that, when
clicked, automatically began to download the file, without ever directing the person clicking the
link to hotfile.com. To increase its number of members, Hotfile paid users to upload the most
popular content to its servers and asked that the users promote their links. Hotfile’s affiliate
program, for example, paid those uploading files cash when the file was downloaded 1000 times.
The complaint alleged that, as a result of their popularity, copyright-infringing files constituted
the bulk of files downloaded through Hotfile, Hotfile’s business encouraged persons to upload

material with copyright protection, and Hotfile understood the consequences of its business
model."®*

The defendants filed a motion to dismiss the plaintiff’s claims for direct and secondary
liability for copyright infringement. The court granted the motion as to direct infringement,
invoking the requirement of Netcom that there must be some volitional act on the part of the

81 1d. at *137-141. The court also concluded that as a matter of law, Myxer’s use of UMG’s works did not qualify

as fair use. See id. at ¥*109-135.
182798 F. Supp. 2d 1303 (S.D. Fla. 2011).
183 1d. at 1306.
184 1d. at 1306-07.
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defendant in making the copies in order to establish direct liability. Here the hotfile.com web
site merely allowed users to upload and download copyrighted material without volitional
conduct on the part of the defendants.'® The court found unpersuasive two cases relied on by
the plaintiffs, the Mp3Tunes'*® and Usenet.com'®” cases, to support their argument that the
defendants, by creating a plan that induced infringement, were liable for direct infringement.
Although the court noted that the two cases supported the plaintiffs’ argument, the court stated
that it believed the cases were not correctly decided. The court also rejected the plaintiffs’
attempt to distinguish Netcom on the ground that it applied only where a defendant violated a
copyright holder’s right to reproduce — but not to distribute. The court noted that the Netcom
court stated it considered the copyright holder’s right to distribute in its analysis. The court also
rejected the plaintiffs’ argument that they had alleged a volitional act in the form of Hotfile’s
making of additional copies once the copyrighted material was uploaded to its server, because
courts had repeatedly held that the automatic conduct of software, unaided by human
intervention, is not volitional.'®®

The court found, however, that the plaintiffs had adequately pled claims for inducement,
contributory, and vicarious liability. Inducement and contributory infringement were adequately
pled by allegations that hotfile.com was a web site that Hotfile used to promote copyright
infringement and that Hotfile took affirmative steps to foster the infringement by creating a
structured business model that encouraged users to commit copyright infringement. Vicarious
liability was adequately pled by allegations that Hotfile had complete control over the servers
that users employed to infringe, had the technology necessary to stop the infringement, refused to
stop the massive infringement, and actually encouraged the infringement because the
infringement increased its profits.'®

The court’s subsequent rulings upon various motions for summary judgment with respect
to the DMCA safe harbors and secondary liability are discussed in Sections II1.C.3(s), II1.C.4(%)
and III.C.6(b)(1)(iii).x below.

In Dec. 2013, the MPAA announced a settlement under which the district court had
awarded damages of $80 million to the plaintiffs and ordered Hotfile to either shut down its

185 1d. at 1307-08.

'% " Capitol Records, Inc. v. Mp3Tunes, LLC, 2009 U.S. Dist. LEXIS 96521 (S.D.N.Y. Oct. 16, 2009), which held,
without much analysis, that a company’s knowledge of massive infringement plausibly alleged volitional
conduct.

187 Arista Records LLC v. Usenet.com, Inc. 633 F. Supp. 2d 124 (S.D.N.Y. 2009), which held that a company,
having a policy encouraging infringement plus the ability to stop that infringement, was liable for direct
copyright infringement.

188 Hotfile, 798 F. Supp. 2d at 1307-09.
189 1d. at 1301.
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operations or use digital fingerprinting technology to prevent copyright infringement by its
190
users.

(s) Perfect 10 v. Megaupload

In Perfect 10, Inc. v. Megaupload Limited,191 the defendant operated a file storage service
through the “Megaupload” web site (among others), which allowed users to upload files. After
upload, the web site created a unique URL to the file, and anyone with the URL could then
download the file from Megaupload’s servers. Both Megaupload and its users disseminated
URLSs for various files throughout the Internet. In order to view, copy, or download files from
the web sites without a waiting period, users were required to pay a membership fee. The
plaintiff sued the defendants for direct and secondary copyright infringement because thousands
of its copyrighted photographs were uploaded to Megaupload and available for downloading.
Those photos contained copyright notices and were labeled “Perfect 10” or “Perfect-10.” The
complaint alleged that Megaupload depended on, and provided substantial payouts to, affiliate
web sites who catalogued the URLs providing access to a mass of pirated content on
Megaupload’s servers, and that Megaupload encouraged its users to upload materials through a
rewards program. The defendant moved to dismiss the direct and secondary liability claims.'®?

With respect to the direct infringement claim, the court noted that under Netcom, an
important element of direct infringement is volitional conduct, and the element of volitional
conduct applies to all exclusive rights under the copyright act.'”® Drawing all reasonable
inferences in the plaintiff’s favor, the court found that the plaintiff had adequately pled a claim
for direct infringement:

Megaupload serves as more than a passive conduit, and more than a mere “file
storage” company: it has created distinct websites, presumably in an effort to
streamline users’ access to different types of media (e.g., megaporn.com,
megavideo.com); it encourages and, in some cases pays, its users to upload vast
amounts of popular media through its Rewards Programs; it disseminates URLs
for various files throughout the internet; it provides payouts to affiliate websites
who maintain a catalogue of all available files; and, last, at a minimum, it is
plausibly aware of the ongoing, rampant infringement taking place on its

190 “Hotfile To Pay $80M to MPAA, Studios In Copyright Suit,” Law360 (Dec. 3, 2013), available as of Dec. 7,
2013 at http://www.law360.com/ip/articles/4930767nl_pk=be5fdede-8dc1-4d81-b621-
f0352bcdff74&utm_source=newsletter&utm medium=email&utm_campaign=ip.

1 2011 U.S. Dist. LEXIS 81931 (S.D. Cal. July 27, 2011).
192 1d. at *3-5.
193 1d. at *10.
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websites. Taken together, Perfect 10 has adequately alleged Megaupload has

engaged in volitional conduct sufficient to hold it liable for direct infringement.'**

The court also concluded that claims of contributory infringement were adequately pled.
Knowledge of infringement had been adequately pled because, in addition to takedown notices
(which the court noted doubt as to whether takedown notices automatically imply knowledge),
many of the allegations giving rise to direct infringement also gave rise to knowledge. The
plaintiff had also adequately pled a material contribution to infringement in that Megaupload
encouraged, and in some cases, paid its users to upload vast amounts of popular media through
its rewards programs, disseminated URLs that provided access to such media, and provided
payouts to affiliates who catalogued the URLs for all available media.'”’

The court concluded, however, that the plaintiff had not adequately pled claims of
vicarious liability, because it did not allege facts suggesting that Megaupload had the right and
ability to supervise infringing conduct of its third party users. Accordingly, the court dismissed
the claim for vicarious liability without prejudice.'*®

(t) Wolk v. Kodak Imaging Network

This case, which refused to find direct liability on the part of Kodak Imaging Network for
lack of volitional conduct, is discussed in Section III.C.6(b)(1)(iii).q below.

(u) Fox Broadcasting v. Dish Network

The First Preliminary Injunction Ruling

Fox sought a preliminary injunction against Dish Network, which had a contract with Fox
granting it the right to retransmit Fox broadcast material to its subscribers, for offering a high
definition digital video recorder called the “Hopper” and two associated services called
“PrimeTime Anywhere” (PTAT) and “AutoHop.” Because the Hopper was designed to service
multiple televisions, it had three tuners and a two-terabyte hard drive, which allowed Hopper
users to watch or record on three different television stations at once. The Hopper had the
additional unique capability of streaming all four of the major television networks on a single
satellite transponder, which allowed a user to watch or record all four network broadcasts while
leaving the other two tuners available for recording non-network programs or watching them on
other television sets equipped with additional set top boxes. The PTAT feature allowed
subscribers to set a single timer on the Hopper to record all primetime programming on any of
the four major broadcast networks each night of the week. Dish determined the start and end
time of the primetime block each night. In order to use PTAT, the user had to specifically enable
it from the main menu. Once enabled, a screen appeared allowing the user to choose to disable
recordings of certain networks on certain days of the week. If the user did not select otherwise,

19 1d. at *11-12 (citations to the complaint omitted).
195 1d. at *16-17.
196 1d. at *19.
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the default settings caused the Hopper to record the entire primetime window on all four of the
major networks every day of the week. A user could begin watching the recorded programs
immediately after PTAT started recording, and could cancel a particular PTAT recording on a
given day up until 20 minutes before primetime programming began. All PTAT recordings were
stored locally on the Hopper in users’ homes. Unless the user selected otherwise, PTAT
recordings were automatically deleted after eight days. The Hopper also worked with the “Sling
Adapter,” which allowed subscribers to view Hopper content on their computers and mobile
devices via the Internet.'”’

AutoHop was a feature that allowed users to skip commercials in PTAT recordings with
the click of their remote control. If AutoHop was available for a particular PTAT program, the
user was given the option to enable it for that show. If the user enabled AutoHop, the Hopper
would automatically skip commercial breaks during that program. Markers inserted into the
PTAT recordings to mark the beginning and end of the commercials were checked manually by
technicians who viewed a separate quality assurance (“QA”) copy of the recording made by Dish
and stored on its servers. The technician would view the QA recording, fast-forwarding through
the program itself to the commercial breaks, to ensure that the markings were accurate and no
portion of the program was cut off. If the QA copies revealed an error in the marking process,
technicians could correct the error on a later broadcast to ensure that AutoHop functioned
properly for users who enabled it. If there was not enough time to correct a marking error before
the last broadcast ended, then AutoHop would not be available for that particular show.'*®

Fox sought a preliminary injunction against the PTAT and AutoHop functions on
grounds of copyright infringement. The court turned first to whether Fox could have secondary
liability for any infringing acts of its subscribers. Applying the Supreme Court’s Sony case, the
court noted that nothing suggested Hopper users were using the PTAT copies for anything other
than time-shifting in their homes or on mobile devices, an activity determined to be a fair use in
Sony. Because there was therefore no direct infringement on the part of PTAT users, Dish could
not have secondary copyright liability.'"’

The court then turned to whether Dish could have liability for direct copyright
infringement for the making of the PTAT copies or the QA copies of Fox’s programming.
Citing the Netcom and Cablevision cases, the court concluded that it was Dish’s subscribers, and
not Dish itself, who were making the copies. The court considered the various ways in which
Fox attempted to distinguish the facts at hand from the Cablevision case:

— Dish decided which networks were available on PTAT and defaulted the PTAT
settings to record all four networks. Those decisions, while undoubtedly discretionary authority
that Dish maintained, were similar to Cablevision’s unfettered discretion in selecting the
programming available for recording. But Dish had no control over what programs Fox and the

17 Fox Broadcasting Co. v. Dish Network, L.C.C., 905 F. Supp. 2d 1088, 1093-95 (C.D. Cal. 2012), aff’d, 723
F.3d 1067 (9™ Cir. 2013).

198 1d. at 1096.
199" 1d. at 1097-98.
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other networks chose to make available during primetime, and Dish recorded the programs only
if the user made the initial decision to enable PTAT. The court concluded that the default
settings did not support Fox’s contention that Dish, rather than its users, made the copies.

— Dish decided the length of time each copy was available for viewing before automatic
deletion after a certain number of days and a user could neither delete nor preserve the original
PTAT copy before that time. The court was not convinced, however, that this control, being
exercised after the creation of the copies, was relevant to whether Dish caused the copies to be
made in the first place, which were created only upon the users choosing to enable PTAT.

— Dish decided when primetime recordings started and ended each night and the user
could not stop a copy from being made during the copying process, but had to wait until the
recording ended before disabling the link to it on the hard drive. The court acknowledged that
these limitations on user choice evinced Dish’s greater participation in the copying process, but
nevertheless found that such involvement was not materially different from an Internet service
provider that copied a file in automatic response to a user’s request, as in the Loopnet case.
Although Dish defined some of the parameters of copyright for time-shifting purposes, it was
ultimately the user who caused the copy to be made by enabling PTAT.

Accordingly, the court ruled that it was the user, not Dish, who was the most significant
and important cause of the copy, and Fox had therefore not established a likelihood of success on
the merits of its claim that by Dish directly infringed on its exclusive right to reproduction
through PTAT.?

The court next ruled that Dish’s making of the QA copies did not constitute a fair use
under the application of the four statutory fair use factors. Under the first factor, while the QA
copies themselves were not sold or otherwise monetized, they were made for the commercial
purpose of providing a high quality commercial skipping product that more users would want to
activate. The copies were not transformative because they did not alter their originals with new
expression, meaning or message. The first factor therefore weighed against fair use. The
creative nature of the copyrighted works copied entitled them to heightened protection and cut
against fair use under the second factor. The third factor also weighed against Dish because the
entire works were copied, although the court noted that the third factor was of considerably less
weight than the other factors due to the limited nature of the ultimate use.”"’

Turning to the fourth factor, the court noted that the QA copies were used to perfect the
functioning of AutoHop, a service that, standing alone, did not infringe. However, the record
showed that a market existed for the right to copy and use Fox programs, given that Fox licensed
copies of its programs to companies including Hulu, Netflix, iTunes, and Amazon to offer
viewers the Fox programs in various formats. In fact, the record suggested that Dish chose to
offer AutoHop to its subscribers in order to compete with other providers who paid for the rights
to use copies of the Fox programs through licensing agreements. By making an unauthorized

200 1d. at *1099-1102.
201 1d. at 1104.
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copy for which it had not paid and using it for AutoHop, Dish harmed Fox’s opportunity to
negotiate a value for those copies and also inhibited Fox’s ability to enter into similar licensing
agreements with others in the future by making the copies less valuable. Therefore, the fourth
factor also cut against Dish, and the court ruled that the QA copies did not constitute a fair use.
The fact that consumers ultimately used AutoHop in conjunction with PTAT for private home
use, a fair use under Sony, did not render the intermediate copies themselves a fair use as well. 2

The court then considered whether Dish was liable for violation of Fox’s distribution
right and found that it was not. Citing the Perfect 10 v. Amazon case,”” the court noted that
infringement of the distribution right requires actual dissemination of a copy by sale or other
transfer of ownership, or by rental, lease, or lending. Here, a PTAT-enabled Hopper recorded
primetime programming locally and, at most that local copy was disseminated within a single
household. PTAT and AutoHop therefore did not involve any actual distribution of unauthorized
copies, so the court concluded that Fox had not established a likelihood of success on the merits
of its distribution claim.>*

Lastly, the court turned to a consideration of whether a preliminary injunction should
issue based on the court’s finding that the QA copies were infringing.””> The court concluded
that no preliminary injunction should issue because Fox had not established a likelihood of
irreparable harm if Dish were not enjoined from making and using the QA copies. The record
suggested that the extent of harm caused by the QA copies was calculable in money damages.
The fact that Fox had licensing agreements with other companies showed that copies of the Fox
programs had a market value that other companies already paid in exchange for the right to use
the copies. Although Fox had submitted evidence that some irreparable harms, such as loss of
control over its copyrighted works and loss of advertising revenue, might stem from the ad-
skipping use to which the QA copies were put, the record did not show that those harms flowed
from the QA copies themselves. Rather, if those harms were to materialize, they would be a
result of the ad-skipping itself, which did not constitute copyright infringement. The court
therefore concluded that any injury was compensable with money damages and did not support a
finding of irreparable harm.*"

On appeal, the Ninth Circuit affirmed.””” The Ninth Circuit expressly noted that direct
infringement requires volitional conduct, by reciting that there are three elements to a prima facie
case of direct infringement: (1) ownership of the allegedly infringed material, (2) violation of at
least one exclusive right granted to copyright holders, and (3) volitional conduct by the

202 1d. at 1105-06.

293 Pperfect 10 v. Amazon.com, Inc., 508 F.3d 1146, 1162 (9™ Cir. 2007).
204

Fox Broadcasting, 905 F. Supp. 2d at 1106.

295 The court observed that “neither the marking announcements nor the ad-skipping effect of AutoHop implicates
any copyright interest ....” Id. at 1110.
206 1d. at 1109-11.

27 Fox Broadcasting Co., Inc. v. Dish Network L.L.C., 747 F.3d 1060 (9" Cir. 2014).
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defendant.”® It found that the district court did not abuse its discretion in determining that Fox
was unlikely to succeed on its claim of direct copyright infringement regarding PTAT.*"
“[O]perating a system used to make copies at the user’s command does not mean that the system
operator, rather than the user, caused copies to be made. Here, Dish’s program creates the copy
only in response to the user’s command. Therefore, the district court did not err in concluding
that the user, not Dish, makes the copy.”'° Citing Cablevision, the court noted the facts that
Dish decided how long copies are available for viewing, modified the start and end times of the
prime-time block, and prevented a user from stopping a recording might be relevant to a
secondary or perhaps even a direct infringement claim, but they did not establish that Dish made
the copies.”"!

The Ninth Circuit also determined that the district court did not abuse its discretion in
concluding that Fox was unlikely to succeed on its claim of secondary copyright infringement for
the PTAT and AutoHop programs because the activities of Dish’s users in making copies of
Fox’s shows constituted fair use. The Ninth Circuit noted, as the district court held, that
commercial skipping did not implicate Fox’s copyright interest because Fox owned the
copyrights to the television programs, not to the ads aired in the commercial breaks.?'? “If
recording an entire copyrighted program is a fair use, the fact that viewers do not watch the ads
not copyrighted by Fox cannot transform the recording into a copyright violation. ... Thus, any
analysis of the market harm should exclude consideration of AutoHop because ad-skipping does
not implicate Fox’s copyright interests.”">

The Ninth Circuit found that Dish had demonstrated a likelihood of success on its
customers’ fair use defense. With respect to the first factor, the court noted that Dish customers’
home viewing was noncommercial under Sony. Sony also governed the analysis of the second
and third factors, by virtue of its holding that because time-shifting merely enables a viewer to
see a work the viewer had been invited to witness in its entirety free of charge, the fact that the
entire work is reproduced does not have its ordinary effect of militating against a finding of fair
use. With respect to the fourth factor, the court noted that because Fox licenses its programs to
distributors such as Hulu and Apple, the market harm analysis was somewhat different than in
Sony, where no such secondary market existed for the copyright holders’ programs. However,
the court noted that the record before the district court established that the alleged market harm
raised by Fox resulted from the automatic commercial skipping, not the recording of programs
through PTAT. Specifically, it was the ease of skipping commercials, rather than the on-demand
availability of Fox programs, that caused any market harm.*'*

208 1d. at 1067.
209 1d. at 1066.
210 1d. at 1067.
211 Id.

212 1d. at 1067-68.
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Finally, turning to the issue of Dish’s direct infringement by making the QA copies, the
Ninth Circuit ruled that the district court did not err in concluding that the QA copies were not a
cause of Fox’s alleged harm. That Dish used the copies in the process of implementing AutoHop
did not suggest that those copies were integral to AutoHop’s functioning. Rather, the record
demonstrated that the AutoHop files containing the marking of commercials, which were the
files distributed to users, were created using an entirely separate manual process and the QA
copies were used only to test whether the marking process was working correctly. The Ninth
Circuit also determined that the district court did not err in holding that monetary damages could
compensate Fox for any losses from the QA copies. Accordingly, the Ninth Circuit concluded
that the district court did not abuse its discretion in declining to grant Fox a preliminary
injunction.”"

In Mar. 2014 Dish reached a settlement with the plaintiff Walt Disney Co. under which it
agreed to disable the AutoHop function for ABC programming during the first three days after
shows aired. In return Dish received the rights to stream content from ABC, ESPN and other
Disney properties through a new, Internet-based TV service.*'®

The Second Preliminary Injunction Ruling

On Feb. 21, 2013, Fox filed a first amended complaint and again sought a preliminary
injunction against the following new functionalities that Dish had introduced in January of 2013
with its second generation Hopper DVR set-top box called “Hopper with Sling” that had Sling
technology (which transcoded video content from its source at the DVR set-top box and
transmitted it to remote devices over the Internet) built into the box itself:

-- Dish Anywhere, a mobile access application utilizing the Sling technology to allow
subscribers to watch live television or television programs recorded on the Hopper from any
location on remote devices connected to the Internet. No copies were made to facilitate the
remote viewing via Dish Anywhere. The content was transferred via Internet directly from the
Hopper with Sling to the remote device and was not stored in and did not pass through any
central server.”!’

-- Hopper Transfers, which allowed Dish customers to copy pre-recorded programs from
their DVRs to Apple iPad tablets (and later, other types of mobile devices) so they could be
viewed on the go. An app paired the iPad (or other mobile device) with the customer’s Hopper
with Sling using the home wireless network, after which the customer could then use his or her
home wireless network to copy recordings from the Hopper with Sling onto the iPad (or other
mobile device). A Hopper Transfers-enabled device was required to reconnect via wireless
Internet with the Hopper with Sling at least once every 30 days to verify the user’s Dish

215 1d. at 1072-73.

21 Bill Donahue, “Dish, ABC Settle Ad-Skipping Fight with Broad TV Deal,” Law360 (Mar. 7, 2014), available as
of Mar. 7, 2014 at www.law360.com/articles/515052/print?section=IP.

27 Fox Broadcasting Co. v. Dish Network, L.C.C., 2013 U.S. Dist. LEXIS 187499 at *2-7 (C.D. Cal. Sept. 23,
2013), aff’d, 583 Fed. Appx. 618 (9™ Cir. 2014) (non-precedential).
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subscription. Ifthe device stayed disconnected for too long, the recordings stored on it were
deleted.*"®

The court denied the preliminary injunction on the grounds that Fox had not
demonstrated irreparable harm. The court rejected the following bases that Fox asserted for
irreparable harm:

-- Fox asserted that if Dish were allowed to offer the new services, other multi-channel
video programming distributors (MVPDs) that competed with Dish and with whom Fox also had
agreements would demand the same rights or other concessions to mitigate the risk of losing
subscribers to Dish. The court found that Fox had presented no compelling evidence that other
MVPDs would demand rights that were yet to be legally established rather than wait to see the
result of the litigation before altering their contracts with Fox. And, because the new services
were available only as an add-on to paid satellite television subscriptions, they did not threaten to
diminish the value of the Fox programs. If Fox were to prevail on its claims, damages would be
calculable.*"”

-- Fox asserted it was likely to lose revenue from digital download services like
Amazon.com and Apple iTunes, which Hopper Transfers threatened to supersede. The court
rejected this argument, noting that Fox had not explained why its own digital download contracts
with companies like Apple could not serve as benchmarks in calculating any damages caused by
Hopper Transfers, were it found illegal. Nor had Fox refuted evidence that multi-screen live
linear platform (MLLP) viewing enabled by Dish’s new services increases viewership, and that
historically, increased viewership can enhance viewer loyalty and increase revenue.”*

-- Fox argued that Dish’s services would cause it to lose one of its most important and
valuable rights — the ability to control the timing and manner in which its copyrighted programs
were distributed. The court rejected this argument, noting that the new services were available
only to preexisting Dish subscribers, and the fact that Fox and Dish already had a distribution
agreement suggested that any loss of control could be readily remedied because the number of
users was limited and ascertainable. In addition, the wide variety of similar services available to
consumers would facilitate the calculation of damages, if necessary.**!

-- Fox also suggested irreparable harm from the fact that, because the new services were
not authorized by Fox, they were not sufficiently protected from piracy and other online security
risks. The court rejected this, noting that Sling hardware encrypted content to protect against
piracy, and neither of the new services allowed users to make copies that could be duplicated or
transferred beyond what was immediately authorized.**

218 1d. at *8.
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-- Finally, Fox asserted that, because the new services would divert viewers from
traditional viewing to Internet-based viewing (which tracking services like Nielsen were at that
time unable to track), they would inhibit Fox’s efforts to ascertain an accurate demographic
profile of its audience, which would erode advertising value. The court rejected this, noting that
although Nielsen did not currently track online viewing, it had announced that it would soon
begin measuring viewership delivered through online connections. The court found Nielsen’s
announcement at least demonstrated that the trend in viewing practices was not going unnoticed,
and it strongly suggested that the entities that gathered advertising data were ready and willing to
adapt to the new landscape.””’

On appeal, the Ninth Circuit affirmed in a brief, non-precedential opinion finding that the
district court had committed no legal error and made no clearly erroneous factual findings in its
denial of a preliminary injunction.”**

The Rulings on Motion for Summary Judgment

After discovery, Fox moved for summary judgment on Fox’s claims for direct copyright
infringement.””> With respect to the PTAT service, the district court began by noting that the
Ninth Circuit had upheld its earlier finding that the user, not Dish, made the PTAT copies. The
district court noted that the current record reflected essentially the same facts about how PTAT
worked and how much control Dish had over the process as it did at the preliminary injunction
stage. Fox contended that the Supreme Court’s Aereo decision (discussed in Section I1.B.10
below) altered the test for direct infringement by rejecting the argument that only the subscriber
who pushes the button initiating the infringing process is liable for direct infringement. The
district court ruled, however (for the reasons discussed in Section II1.B.16 below) that Aereo did
not fundamentally alter the volitional conduct requirement for direct infringement. The court
noted that, although more than one actor may be liable for direct infringement, there must still be
some volitional conduct for direct liability. A system that operates automatically at a user’s
command to make a recording does not in itself render the system’s provider a volitional actor
for purposes of direct infringement. While Dish had set certain parameters and controls for
PTAT, PTAT was essentially a more targeted version of a DVR that is set to make block
recordings or recordings of an entire season of a show. The ability to set a DVR and then leave
it to automatically record without having to select individual programs or set it repeatedly for
each recording occasion was not unique to PTAT, and was not enough to show direct
infringement by the service provider.**°

A similar volitional conduct analysis applied to any direct infringement claim based upon
“distribution.” The court found that PTAT did not “distribute” Fox’s programming because, as
the court had previously held in its ruling on the first motion for a preliminary injunction,

23 1d. at *22-23.
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distribution under the copyright statute requires actual dissemination of a copy that changes
hands. PTAT was a system for automatically recording programming as it was being received
by a subscriber’s set-top box, inside the subscriber’s home. Those recordings were therefore not
distributed, delivered, or transmitted to any other location or person using PTAT alone. The
court also rejected Fox’s argument that the mere “making available” of Fox’s programming to
subscribers was sufficient to constitute a distribution. The district court observed that, while
neither the Ninth Circuit nor any other circuit court had addressed the “make available” theory of
distribution under the copyright statute, it had been considered by a number of courts, and the
great majority of courts that had considered the question had stopped short of fully endorsing the
“make available” right. The district court found those cases persuasive and concluded that
Dish’s act of merely “making available” copyrighted programming to its subscribers through
PTAT did not amount to distribution without actual dissemination.?*’

The court then turned to whether Dish could have secondary liability for PTAT use by
Dish subscribers. To adjudicate that issue, the court had to determine whether such subscribers’
use of PTAT constituted direct infringement or was a fair use. The court concluded that the
subscribers’ use of PTAT for time shifting was indeed a fair use. The court began by noting that
the immunity of Sony is not absolute, and a challenge to a noncommercial use of a copyrighted
work requires proof that either the particular use is harmful, or that if it should become
widespread, there is some meaningful likelihood it would adversely affect the potential market
for the copyrighted work. As of the time of the preliminary injunction request, the record
established that any market harm resulted from the automatic commercial skipping and not
simply the recording of programs through PTAT. However, at this later stage in the litigation,
Fox had produced additional evidence of a secondary market for its programming. In addition to
licensing the right to stream live its programming to certain MVPDs, Fox licensed third parties
such as Apple, Amazon, Vudu and Microsoft the right to distribute its programs in a
commercial-free, downloadable format, available the day after a program aired and viewable on
mobile devices, personal computers, or certain Internet-connected televisions. Fox also licensed
older seasons of its programming to subscription video-on-demand services such as Netflix and
Amazon Prime.**®

The court therefore concluded that the record then before it established that a market for
Fox programming on demand existed beyond the value of the advertisements. Nonetheless, the
record did not create a triable issue as to the likelihood of future harm to that market. While Fox
had provided some evidence that PTAT co-existed with services like Hulu that offered streaming
of Fox programming with commercials, and that PTAT may help Dish attract subscribers, it had
not demonstrated that any of this was genuinely likely to cause harm to the secondary market for
Fox programming that went beyond the speculative, such that the question should be presented
to a jury. Only Dish subscribers had access to PTAT, and those subscribers also had access to a
litany of other services, including the ability to record prime time programming manually using
more traditional DVR technology. Furthermore, PTAT recordings were available only for up to
eight days, unless the subscriber made the effort to save them in a special folder for a longer

27 1d. at *59-61.
28 1d. at *61-64.

-62 -



period. Services that offered older seasons of Fox programming could not be in competition
with recordings that were available only for up to eight days after a program aired. Similarly, the
commercial-free programming Fox licensed to third parties was only potentially in competition
with PTAT for up to eight days after a show aired, and then only for the group of people who
both subscribed to Dish and used PTAT. Even in the unlikely event it were possible to
demonstrate that Dish subscribers were less likely to purchase Fox programming on Amazon, or
that potential Microsoft or Vudu customers would eschew those services in favor of Dish (which
the record did not demonstrate beyond conjecture), it would be highly speculative and likely
impossible to demonstrate that PTAT in particular, as opposed to other Dish features and
services, would be the likely cause of market harm, or likely to be in the future. Accordingly, the
court concluded that Dish subscribers’ use of PTAT was fair use under Sony, and Dish was not
liable for contributory infringement. The court therefore ruled that Dish did not directly or
secondarily infringe Fox’s right of reproduction or distribution by offering PTAT to its
subscribers and therefore granted Dish summary judgment on those claims.”*’ (The court also
ruled that Dish did not directly or secondarily infringe Fox’s right of public performance by
offering PTAT to its subscribers. See the discussion in Section I11.B.16 below.)

The court then turned to whether Dish had direct liability for the QA copies of Fox
programming that it made (until July 20, 2012) to ensure that AutoHop functioned properly on
PTAT recordings made by Dish subscribers. Dish argued that the AutoHop service was non-
infringing and the QA copies were fair use because they were intermediate copies that allowed
for testing and development of new, non-infringing technology without affecting any licensing
market in which Fox participated or reasonably would participate. In rebuttal, Fox first
challenged whether AutoHop was infringing, arguing that the Ninth Circuit had upheld the ruling
that it was not infringing on the ground that, if recording an entire copyrighted program was a
fair use, the fact that viewers did not watch the ads not copyrighted by Fox could not transform
the recording into a copyright violation. Since that ruling, Fox presented uncontroverted
evidence that it aired a significant number of commercials advertising its own programming, and
that it owned copyrights for the clips used in those commercials. Fox argued that fact changed
the analysis regarding whether AutoHop was non-infringing. The district court ruled, however,
that it did not. The Ninth Circuit’s observation was merely a point of emphasis to show how
unlikely it would be for Fox to prevail on its claim that AutoHop infringed its copyrights — if
Sony permits a consumer to record an entire copyrighted program under fair use, there could not
be less protection for a consumer who declined to watch an ad that was not even copyrighted by
Fox. The linchpin of the copyright infringement analysis was whether Dish had infringed Fox’s
rights of reproduction and distribution. AutoHop neither copied nor distributed anything — it
skipped ads. Absent unauthorized copying or distribution, it was immaterial for purposes of the
copyright infringement claim that the ads being skipped were Fox’s own commercials.”*°

Nevertheless, the court reaffirmed its previous ruling from the preliminary injunction
stage that creation of the QA copies was not a fair use. The QA copies were not transformative,
because they were simply used to allow users to automatically skip commercials in the
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copyrighted programming rather than to create original programming or content. The QA copies
in no way altered their originals with new expression, meaning or message. The commercial
purpose of the QA copies weighed against fair use, as well as the creative nature of the
copyrighted works. With respect to market harm, the court found the record reflected that there
was a market for the right to copy and use Fox programs, given that Fox licensed copies of its
programming to third parties like Hulu, Netflix and Amazon. Although there was no
demonstrable existing market for the intermediate copies themselves, there was no material issue
of disputed fact that Fox, as a normal course of business, monetized the right to copy its
programming, whether directly (charging for the direct use of copies) or indirectly (allowing the
use of copies as a part of a comprehensive licensing agreement). The fact that Dish’s use of the
QA copies was sui generis and had never been attempted before by any other entity did not, in
the court’s mind, mean that it had no intrinsic value. Accordingly, the court ruled that Dish’s
unauthorized use of QA copies would impair Fox’s ability to monetize that use, not only as to
Dish but also as to any other future technology creator that made analogous use of such copies,
and thus did not constitute fair use.”'

The court therefore granted summary judgment in favor of Dish on the copyright
infringement claim as to the AutoHop feature, and granted summary judgment in favor of Fox as
to Dish’s liability for direct infringement for creation of the QA copies.”**

Finally, the court turned to Fox’s claims for direct and secondary liability of the
reproduction right and the distribution right for offering the Hopper Transfers service. The court
noted that Dish’s control over the Hopper Transfers process was significantly less than its control
over the PTAT process. Dish subscribers, not Dish, made and transferred the Hopper Transfers
copies using Dish’s equipment. Any potential distribution or performance was also by Dish
subscribers, not Dish, so Dish was not liable for direct infringement by offering Hopper
Transfers.>

Nor could Dish be secondarily liable because subscribers’ creation of Hopper Transfers
copies was a fair use. The court noted that Hopper Transfers was a technology that permitted
non-commercial time shifting and place shifting of recordings already validly possessed by
subscribers, which is paradigmatic fair use under existing law (citing the Ninth Circuit’s
Diamond Multimedia®** case).”>> As with PTAT, where the subscriber engaged in the volitional

Bl1d. at *75-77.
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conduct of copying, Fox had not demonstrated that Dish subscribers’ use of Hopper Transfers
standing alone was likely to cause harm to the secondary market for Fox programming that rose
beyond the speculative, such that the question should be presented to a jury. Accordingly,
subscribers’ activation of Hopper Transfers was a fair use, and Dish was not liable for secondary
infringement. The court therefore granted summary judgment in favor of Dish as to copyright
infringement by Hopper Transfers.”*®

(v) Perfect 10 v. Giganews

In Perfect 10, Inc. v. Giganews, Inc.?’’ the defendants (Giganews and Livewire) were

providers of access to USENET for a monthly fee starting at $4.99 per month. The content
posted by the defendants’ subscribers and other USENET users, including infringing content,
was stored on the defendants’ servers. Before filing its complaint, the plaintiff sent a letter to
one of the defendants, Giganews, notifying that it was infringing the plaintiff’s copyrights, and
included a DVD containing hundreds of Perfect 10 images, characterizing them as a sampling of
its copyrighted materials that Giganews’ site had offered for sale without authorization.
Giganews responded by stating that each article posted on USENET has a unique message
identification numbers, and if the plaintiff provided the identification numbers of the articles
containing the infringing content, Giganews would be able to find the specific infringing material
and remove it. The plaintiff did not do so. The plaintiff then filed a complaint for direct,
contributory and vicarious copyright infringement and the defendants moved to dismiss all
claims under Fed. R. Civ. Pro. 12(b)(6).**

With respect to the claims of copyright infringement, the court (Judge Matz) noted that
the plaintiff’s complaint was unclear as to the facts supporting those claims, but it appeared to be
basing them on the following allegations: “(1) that Defendants are USENET providers who
charge their subscribers a fee; (2) that Defendants program their computers to copy USENET
content from other USENET servers and make this content available to their subscribers; (3) that
USENET is now primarily used by its subscribers or visitors to exchange pirated content; (4) that
Defendants are not only aware of the rampant piracy committed by USENET users but rely on
the piracy as part of their business model; and (5) that Plaintiff has found at least 165,000
unauthorized Perfect 10 images on Defendants’ USENET service.”**’

The court then considered the volitional conduct requirement for direct infringement,
noting that although the Ninth Circuit had not spoken on the issue, the Netcom principle that
volitional conduct is required for direct liability had been widely accepted. The court noted,
however, that the concept of “volitional” can be confusing, sometimes meaning “intentional,”
and yet no showing of intent is required for direct infringement liability.*** “In this Court’s

26 1d. at *83.

272013 U.S. Dist. LEXIS 71349 (C.D. Cal. Mar. 8, 2013).
28 1d. at *1-7.

29 1d. at *12-13.

240 1d. at *16-17.
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view, the key to understanding the so-called ‘volitional conduct’ requirement is to equate it with
the requirement of causation, not intent. ‘Just who caused the copyright material to be
infringed?” The Second Circuit’s opinion in Cartoon Network is particularly helpful in this
regard. In the words of that court, ‘the question is who made this copy.””**" The court cited the
Cybernet Ventures and MAPHIA cases approvingly for their descriptions of the volitional
conduct requirement as requiring that the defendant must “actively engage” or “directly cause”
the infringing activity in order to be held liable for direct infringement.***

Applying these standards to the facts of the case, the court found that the plaintiff had not
alleged that the defendants were the direct cause of, or actively engaged in, direct infringement.
The plaintiff had alleged that the defendants copied all of the material on their servers from
content uploaded onto USENET, stored these materials, most of which were infringing, on their
servers, programmed their servers to distribute and download the infringing content, and
controlled which materials were distributed to and copied from other third party servers. The
court ruled that these facts did not indicate that it was the defendants themselves that committed
the acts of copying, displaying or distributing the plaintiff’s copyrighted content and, as in
Netcom, the defendants had merely engaged in the act of designing or implementing a system
that automatically and uniformly created temporary copies of all data sent through it. Such
conduct did not constitute a volitional act.***

Nor did the plaintiff’s allegations regarding the defendants’ knowledge of the pirated
content on its servers salvage the plaintiff’s direct infringement claim. As the Netcom court
pointed out, knowledge is not a required element of direct infringement, and the court ruled that
a participant in the chain of events that ultimately allows viewers to obtain infringed material
does not become the direct cause of the copying merely because he learned of it. The court
noted that the Arista Records v. Usenet, MegaUpload, MP3tunes, and Playboy Enterprises cases
had taken into account a defendant’s knowledge in determining whether that defendant engaged
in volitional conduct, but disagreed with those decisions.”** “By focusing on the defendant’s
awareness or state of mind — rather than on who actually caused the infringement — these cases
effectively hold defendants liable for copyright infringement committed by third parties without
requiringzg“? full assessment of the additional elements of secondary copyright infringement
claims.”

Moreover, the court held the plaintiff’s allegation that the defendants controlled the
content on their servers, without a good faith allegation specifying how the defendants exercised
that control to directly create copies, could not alone create an inference that the defendants

21 1d. at *17 (citations omitted).
242 1d. at *18.

23 1d. at *21-22.

244 1d. at *22-25.

245 1d. at *25.
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engaged in a volitional act directly causing infringement. Accordingly, the court dismissed the
plaintiff’s claims for direct copyright infringement with leave to amend.**

The plaintiffs amended the complaint and the defendants again moved to dismiss. A
different judge (Judge Collins) reaffirmed Judge Matz’s conclusion that the allegations did not
support a claim for direct infringement against Giganews as a matter of law — because they
mostly amounted to saying that Giganews programmed its servers to automatically copy,
distribute, and display content uploaded by USENET users and/or at a user’s request, which did
not amount to a volitional act”*” — except that Judge Collins permitted Perfect 10’s claim for
direct infringement against Giganews to proceed solely on the newly alleged theory that
Giganews “plac[ed] copies of copyrighted material from various internet locations onto its own
servers, and not at the request of customers ...”** The amended complaint further alleged that,
in view of how comprehensive, organized, and laborious the uploading of the plaintiff’s images
had been, and in view of the financial benefit that Giganews reaped from the materials accessible
to users through its server, it could be inferred that Giganews itself, through employees,
uploaded some of the infringing materials. The court found this possibility to be rendered more
plausible by the example of Megaupload, which the Dept. of Justice had recently found to have
itself, and not at the request of users, uploaded massive quantities of copyrighted works to its
own servers. Accordingly, the court concluded that the allegations that Giganews itself had
uploadec214‘ghe plaintiff’s copyrighted materials were sufficiently plausible to survive a motion to
dismiss.

Judge Collins refused, however, to dismiss the claims of direct infringement against
defendant Livewire, noting that, unlike Giganews, the material that Livewire made available to
users was not posted on Livewire’s websites or servers by users. Rather, Livewire contracted
with Giganews to obtain that content. However, because Livewire sold copies of that material to
its customers, it had engaged in volitional conduct that could give rise to direct liability.>>°

After discovery, the defendants moved for partial summary judgment with respect to
direct copyright liability. On Nov. 14, 2014, in a civil minute order, a third judge (Judge Birotte)
granted the defendants’ motion.”>' The court first turned to the question of whether there is a
volitional requirement for direct liability. The court noted that the Ninth Circuit had not passed

246 1d. at *22-23, 26.
27 Pperfect 10, Inc. v. Giganews, Inc., 2013 U.S. Dist. LEXIS 98997 at *7-8 (C.D. Cal. July 10, 2013).

M8 1q. at *7.
249

Id. at *7-8. The court also dismissed Perfect 10°s allegation that Giganews directly infringed its display rights
through the Mimo newsreader. The court noted that Mimo was just a reader, a piece of software that allowed a
user to view an image. To the extent Mimo was used to view infringing images, that was done by the user.
Furthermore, a user could use a number of other readers to view infringing content. That users might use
Giganews’ reader to display infringing images did not constitute volitional conduct by Giganews. Id. at *6.

200 1d. at *9.

Order Granting Defendant’s Motion for Partial Summary Judgment on the Issue of Direct Copyright
Infringement, Perfect 10, Inc. v. Giganews, Inc., No. CV 11-07098-AB (SHx), Dkt. No. 619 (C.D. Cal. Nov.
14,2014).
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on Netcom’s causation analysis, although the court (inexplicably) did not cite the Ninth Circuit’s
decision in Fox Broadcasting v. Dish Network (discussed in Section I1.A.4(u) above), which did
expressly adopt a volitional conduct requirement. The court noted some district court decisions
in California that had not adopted the Netcom volitional conduct requirement, but declined to
follow them. Although the court found the Netcom court’s passing use of the term “volition” to
be somewhat confusing, as it might suggest a level of intent or willfulness that has no place in a
claim for copyright infringement, the court found that the so-called “volition” element of direct
infringement is not a judicially-created element of intent or knowledge, but rather is a basic
requirement of causation. Specifically, direct liability must be premised on conduct that can
reasonably be described as the direct cause of the infringement with a nexus sufficiently close
and causal to the illegal copying that one could conclude the alleged infringer himself trespassed
on the exclusive domain of the copyright owner.>>

Turning to each of the defendants separately, the court ruled with respect to Giganews
that Perfect 10 could not prove causation for direct infringement as a matter of law. The court
rejected Perfect 10’s reliance on various cases that allegedly read the inaptly-named “volitional”
conduct requirements as focusing on the defendant’s awareness or state of mind, rather than on
who actually caused the infringement. The court held that a claim of direct liability requires
evidence that the defendants directly or actively caused the infringement, and Perfect 10’s
continued insistence that the defendants allowed their subscribers to upload, download, and view
infringing material was the stuff of indirect or secondary liability, not direct liability. The court
also found that Perfect 10 had failed to introduce any evidence on the single theory that Judge
Collins had allowed to go forward — specifically, there was no evidence that Giganews’
employees or agents themselves uploaded, downloaded, otherwise copied, displayed, or modified
any work to which Perfect 10 held a copyright. All other bases on which Perfect 10 continued to
allege direct liability had been previously rejected by both Judge Matz and Judge Collins, and
Judge Birotte found no reason to depart from their previous analysis. After extensive discovery,
the evidence before the court merely showed that Giganews offered its subscribers access to
servers for a flat monthly fee, and there was no evidence that Giganews specifically sold access
to Perfect 10 copyrighted materials as opposed to access to the entire USENET (of which Perfect
10 content was a fraction of a fraction), or even to erotic content in general.>>>

With respect to Livewire, the court found the evidence of direct infringement to be even
more sparse. The sum total of evidence before the court was that Livewire paid Giganews to
provide subscribers access to Giganews’ USENET servers and, in turn, charged its subscribers a
fee to access those servers. There was no evidence that Livewire operated any USENET servers
of its own, or that any infringing material had ever appeared on any of the Web servers Livewire
did own and operate. In denying Livewire’s previous motion to dismiss Perfect 10’s claim for
direct infringement, Judge Collins had relied exclusively upon Perfect 10’s allegation that
Livewire sold the infringing material it received from Giganews at different prices, depending on
usage. Despite extensive discovery, however, there was no evidence to support the allegation
that Livewire sold any of Perfect 10’s copyrighted material. Indeed, there was no evidence that

22 1d. at pp. 9-10.
23 1d. at *pp. 12-13.
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Livewire even had a property interest in any of the content on Giganews’ servers that Livewire
was capable of selling.”>*

Accordingly, Judge Birotte granted partial summary judgment in favor of Giganews and
Livewire on Perfect 10’s claims of direct infringement. In addition, because Perfect 10’s other
theories of indirect liability as to Livewire had already been dismissed without leave to amend,
the court ruled that its order completely disposed of all of Perfect 10’°s claims against Livewire.
The court separately addressed Perfect 10°s remaining claims for indirect liability as to
Giganews in a separate order, granting partial summary judgment in favor of Giganews on those
claims (see discussion in Section II.C.2(n) below).”

(w) Capitol Records v. ReDigi

In Capital Records, LLC v. ReDigi, Inc.,25 6 ReDigi operated a web site that enabled users
to “resell” their legally acquired iTunes music files and purchase “used” iTunes files from others
at a fraction of the price on iTunes. To sell music on ReDigi’s web site, a user was required to
download ReDigi’s “Media Manager” to his or her computer. Once installed, Media Manager
analyzed the user’s computer to build a list of digital music files eligible for sale. A file was
eligible only if it was purchased on iTunes or from another ReDigi user; music downloaded from
a CD or other file-sharing webs site was ineligible for sale. After the validation process, Media
Manager continually ran on the user’s computer and attached devices to ensure that the user had
not retained music that had been sold or uploaded for sale. However, Media Manager could not
detect copies stored in other locations. If a copy was detected, Media Manager prompted the
user to delete the file. The file was not deleted automatically or involuntarily, although ReDigi’s
policy was to suspend the accounts of users who refused to comply.>’

Once uploaded, a digital music file underwent a second analysis to verify eligibility. If
ReDigi determined that the file had not been tampered with or offered for sale by another user,
the file was stored in ReDigi’s “Cloud Locker,” and the user was given the option of simply
storing and streaming the file for personal use or offering it for sale in ReDigi’s marketplace. If
a user chose to sell a digital music file, the user’s access to the file was terminated and
transferred to the new owner at the time of purchase. When users purchased a file (at 59 cents to
79 cents), the seller received 20%, 20% went to an escrow fund for the artist, and 60% was
retained by ReDigi. Capitol Records sued ReDigi for direct, contributory and vicarious
copyright infringement.**®

The court found ReDigi liable under all three theories. With respect to direct
infringement, the court noted that courts had not previously addressed whether the unauthorized

24 1d. at pp. 14-15.

25 1d. atp. 17.

26 934 F. Supp. 2d 640 (S.D.N.Y. 2013).
27 1d. at 645.

28 1d. at 646.
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transfer of a digital music file over the Internet — where only one file exists before and after the
transfer — constitutes reproduction within the meaning of the Copyright Act. The court held that
it does. The court characterized the reproduction right as the exclusive right to embody, and to
prevent others from embodying, a copyrighted work in a new material object. The court
concluded that, because the reproduction right is necessarily implicated when a copyrighted
work is embodied in a new material object, and because digital music files must be embodied in
a new material object following their transfer over the Internet, the embodiment of a digital
music file on a new hard disk is a reproduction within the meaning the meaning of the Copyright
Act. The court determined this to be true regardless whether one or multiple copies of the file
exist.”> “Simply put, it is the creation of a new material object and not an additional material
object that defines the reproduction right.”**® The court found it to be beside the point that the
originalgg?onorecord no longer existed — it mattered only that a new phonorecord had been
created.

The court found sufficient volitional conduct on the part of ReDigi to hold it liable for
direct infringement. The court noted that ReDigi’s founders had built a service where only
copyrighted works could be sold. Media Manager scanned a user’s computer to build a list of
eligible files that consisted solely of protected music purchased on iTunes. While the process
was automated, absolving ReDigi of direct liability on that ground alone would be a distinction
without a difference. The fact that ReDigi’s founders programmed their software to choose
copyrighted content satisfied the volitional conduct requirement and rendered ReDigi’s case
indistinguishable from those where human review of content gave rise to direct liability.
Moreover, ReDigi provided the infrastructure for its users’ infringing sales and affirmatively
brokered sales by connecting users who were seeking unavailable songs with potential sellers.
The court concluded that such conduct transformed ReDigi from a passive provider of a space in
which infringing activities happened to an active participant in the process of copyright
infringement.”*

Capitol Records also argued that ReDigi violated it distribution rights by simply “making
available” Capitol Records’ recordings for sale to the public, regardless whether a sale occurred.
The court cited a number of courts that had cast significant doubt on a “making available” theory
of distribution,”® but concluded that because actual sales on ReDigi’s web site infringed Capitol
Records’ distribution right, the court need not reach this additional theory of liability.***

The court found ReDigi contributorily liable because it knew or should have known that
its service would encourage infringement, was aware that copyrighted content was being sold on

29 1d. at 648-50.

20 14d. at 650 (emphasis in original).
21 g,

22 1d. at 657.

263 Elektra Entertainment Group, Inc. v. Barker, 551 F. Supp. 2d 234, 243 (S.D.N.Y. 2008); London-Sire Records,
Inc. v. John Doe 1, 542 F. Supp. 2d 153, 169 (D. Mass. 2008).

264 ReDigi, 934 F. Supp. 2d at 651 n.6.
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its web site, and provided the site and facilities for the direct infringement. The court found that
the site was, by virtue of its design to deal solely in music files from iTunes, not capable of
substantial noninfringing uses. The court also ruled ReDigi to be vicariously liable because it
exercised complete control over its web site content, user access, and sales, and benefitted
financially from every infringing sale when it collected 60% of each transaction fee.”*> The
court rejected ReDigi’s fair use defense because its web site made commercial use of the music
files and did nothing to transform them, and ReDigi’s sales were likely to undercut the market
for or value of the copyrighted works.?*®

For the reasons set forth in Section III.F.1 below, the court rejected ReDigi’s assertion
that the first sale doctrine permitted users to resell their digital music files on ReDigi’s web site.

(x) Hearst Stations v. Aereo

This case was apparently the first one within the First Circuit to present the question
whether a plaintiff claiming direct infringement must show volitional conduct on the part of the
defendant. The court agreed with decisions in the Second, Third, and Fourth Circuits ruling that
volitional conduct is required. The facts and rulings of this case are discussed in Section I1.B.13
below.

(y) In Re Autohop Litigation (Dish Network v. American
Broadcasting)

In In re Autohop Litigation,”*” Dish Network brought a declaratory judgment action
against several broadcasting companies seeking a declaration that its PrimeTime Anytime
(PTAT) and AutoHop services (which are described in Section I11.A.4(u) above) did not infringe
the plaintiffs’ copyrights. Several of the plaintiffs affiliated with ABC (including Disney) moved
for a preliminary injunction preventing Dis